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Resumo

Ameacas do tipo ransomware tém-se consolidado como um dos principais vetores de
ataques cibernéticos, apresentando crescimento continuo tanto em incidéncia quanto na
complexidade de suas técnicas. Relatorios recentes apontam impactos financeiros ex-
pressivos, com prejuizos que atingem milhoes de ddélares por incidente. FEsses ataques
empregam mecanismos criptograficos para cifrar arquivos em sistemas comprometidos,
condicionando a recuperacao dos dados ao pagamento de resgate, geralmente associado a
disponibilizacdo da chave ou do mecanismo de decifragem. Nesse contexto, este trabalho
propoe um mecanismo de extracao automatizada de chaves criptograficas de ransomwares
por meio da analise de memoria volatil durante a execucao do malware. Para garantir
controle sobre o comportamento interno do malware e viabilizar experimentos reprodu-
tiveis, foi desenvolvida uma amostra prépria de ransomware, inspirada conceitualmente
em amostras tais como WannaCry e LockBit. A abordagem fundamenta-se no uso de
assinaturas AOB (Array of Bytes) para identificar, em tempo de execucao, rotinas as-
sociadas a geracao e ao armazenamento temporario da chave criptografica na memoria
volatil. O processo experimental envolveu analise estatica com a ferramenta IDA Free,
inspecao dinamica de meméria com Cheat Engine e a implementagdo de uma ferramenta
automatizada, denominada AOBTool. Os resultados indicam que a chave pode ser locali-
zada e extraida da memoria antes de seu descarte, em tempo inferior ao necessario para
a conclusao do processo de criptografia dos arquivos, evidenciando o potencial da técnica

como suporte a computacao forense e a mitigacao de incidentes envolvendo ransomware.

Palavras-chave: Ransomware, Engenharia Reversa, Extracao de Chaves, AOB, Analise

de Memoria.



Abstract

Ransomware threats have emerged as a primary vector for cyberattacks, with incidence
and the complexity of their techniques continuing to grow. Recent reports highlight the
significant financial impacts of these attacks, with losses reaching millions of dollars per
incident. Ransomware typically employs cryptographic mechanisms to encrypt files on
compromised systems, making data recovery contingent on the payment of a ransom,
generally associated with the receipt of the cryptographic key or a decryption tool. In
this context, this work proposes an automated mechanism for extracting cryptographic
keys from ransomware by analyzing volatile memory during malware execution. To gain
greater control over the malware’s internal behavior and to enable reproducible experi-
ments, a custom ransomware sample was developed, inspired by notable strains such as
WannaCry and LockBit. The proposed approach leverages AOB (Array of Bytes) signa-
tures to identify, in real-time, routines related to the generation and temporary storage of
cryptographic keys in volatile memory. The experimental process involved static analysis
with IDA Free, dynamic memory inspection with Cheat Engine, and the development of
an automated tool, AOBTool. The results indicate that the cryptographic key can be
located and extracted from memory before it is disposed of, within a timeframe shorter
than that required to complete the file encryption process. This highlights the potential of
the proposed technique as a valuable support tool for digital forensics and for mitigating

ransomware-related incidents.

Keywords: Reverse Engineering; Key Extraction; Memory Forensics; AOB Signature;

Ransomware.
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CAPITULO

Introducao

O ransomware consolidou-se como uma das ameacas cibernéticas mais devastadoras
e financeiramente mais danosas do cenario global. Segundo dados divulgados em abril
de 2025 pela TechTarget, os ataques de ransomware continuam a crescer em frequéncia e
sofisticacao, gerando prejuizos significativos para organizagoes publicas e privadas em todo
o mundo, e representou nos tltimos anos mais de 20% de todas as violagoes de seguranca
reportadas globalmente, com destaque para o aumento no uso de técnicas avangadas de
evasao e criptografia. (KERNER, 2025).

O crescimento dos ataques de ransomware tem sido acompanhado por impactos re-
levantes de ordem social e econémica. Em 2021, diversos ataques ganharam destaque
internacional devido a sua escala e as consequéncias geradas fora do ambiente corpora-
tivo. De acordo com Splashtop Team (2025), o grupo DarkSide comprometeu os sistemas
da Colonial Pipeline, o que resultou em interrupg¢oes no abastecimento de combustivel na
costa leste dos Estados Unidos e gerou preocupagao entre consumidores e autoridades.
De forma semelhante, a JBS USA, maior fornecedora de carne bovina do mundo, teve
suas operacoes temporariamente interrompidas ap6s um ataque do grupo REvil, o que
afetou diretamente a cadeia de suprimentos alimentares. Esses casos evidenciam que ata-
ques de ransomware podem provocar impactos que ultrapassam as organizacoes afetadas,
atingindo setores essenciais da sociedade.

Diante do exposto, observa-se que ataques de ransomware nao se limitam ao ambiente
digital, produzindo impactos sociais relevantes e colocando em risco infraestruturas criti-
cas. Além de causar paralisacoes operacionais e prejuizos financeiros significativos, esses
ataques afetam a confianca de usudrios e instituigoes nos sistemas de informacao. A gravi-
dade desse tipo de ameaca é agravada pela dificuldade de recuperar dados criptografados,
especialmente na auséncia de politicas de backup adequadas ou quando o pagamento do
resgate nao resulta na restauracao completa das informagoes.

Neste contexto, evidencia-se a necessidade de desenvolver solucoes capazes de atuar
nao apenas na deteccao de ransomware, mas também na extracdo automatizada das

chaves criptograficas utilizadas no processo de cifragem. Essa abordagem ¢ essencial para
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reduzir os impactos dos ataques, acelerar a recuperagao dos sistemas comprometidos e
fortalecer os processos de resposta a incidentes em seguranca cibernética. Ante o exposto,
este trabalho propde um mecanismo de recuperacao de chaves criptograficas baseado na
analise de memoria volatil e na utilizagao de padroes (AOB) para a identificacao e extragao

de chaves utilizadas no processo de cifragem de ransomware.

1.1 Motivacao

Os ataques de ransomware tornaram-se uma das ameacgas cibernéticas mais preva-
lentes e lucrativas das ultimas décadas, afetando desde usuarios domésticos até grandes
corporacoes e instituicoes governamentais. Relatorios de seguranca apontam um aumento
continuo tanto na frequéncia quanto na sofisticacao dessas campanhas, impulsionado pelo
uso de plataformas de Ransomware-as-a-Service (RaaS) e pela automagao dos vetores de
ataque (Veeam Software, 2025; DeepStrike, 2025). Em 2025, foram observados cresci-
mentos expressivos no numero de incidentes e uma tendéncia de ataques cada vez mais
rapidos e complexos, capazes de explorar vulnerabilidades em sistemas operacionais, redes
corporativas e servicos em nuvem.

Apesar dos esforgos e avancos nas defesas cibernéticas, a recuperacao de arquivos
cifrados por ransomware sem o pagamento do resgate permanece um dos maiores desafios
para profissionais de TT e peritos forenses, especialmente quando as chaves criptograficas
nao podem ser obtidas por métodos tradicionais de analise ou quando backups nao estao
disponiveis ou s@o insuficientes (Veeam Software, 2025; DeepStrike, 2025).

Além da frequéncia crescente, os ataques de ransomware tém se tornado cada vez
mais sofisticados. A IBM (IBM Security, 2023) destaca que os cibercriminosos passaram
a adotar taticas de dupla extorsao, em que os dados sdo nao apenas cifrados, mas também
exfiltrados sob ameaga de vazamento, e tripla extors&o, que envolve ainda a extorsao
de clientes e parceiros comerciais das vitimas. Mesmo organizagoes que possuem backups
robustos ou pagam o resgate continuam vulneraveis a esses ataques mais agressivos.

Segundo o IBM Security (2024), o cenario de ameacas cibernéticas tem se caracte-
rizado pelo aumento da velocidade e da complexidade dos ataques, com destaque para
campanhas que exploram credenciais comprometidas e falhas em sistemas corporativos.
O relatorio evidencia que ataques de ransomware continuam figurando entre as ameacas
mais relevantes observadas globalmente, exigindo respostas cada vez mais rapidas por
parte das equipes de seguranca.

Diante deste contexto, fica evidente a necessidade de mecanismos eficazes de prevencao
e mitigacao, uma vez que o curto intervalo entre a invasao inicial e a execucao das agoes
maliciosas reduz significativamente a capacidade de reacao das organizagoes. Além disso,
estudos complementares da propria IBM indicam que incidentes envolvendo ransomware

estdo associados a custos elevados de recuperagao, o que ressalta o impacto financeiro
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expressivo desse tipo de ataque (IBM Security, 2024).

Diversos trabalhos na literatura propoem estratégias para mitigar os efeitos de ataques
de ransomware, incluindo mecanismos de deteccao antecipada, prevencao da execugao
maliciosa e analise comportamental em tempo real (KOLBITSCH et al., 2009; FRANCO;
SOARES; SANTOS, 2024; DAVIES; MACFARLANE; BUCHANAN, 2020). Entretanto,
poucos trabalhos dedicam-se a extracao direta das chaves criptograficas utilizadas no
processo de cifragem.

Diante desse contexto, este trabalho propoe uma abordagem forense baseada na analise
da memoria volatil de sistemas comprometidos, com o objetivo de recuperar tais chaves
antes que os dados cifrados se tornem irrecuperaveis. A investigacao dessa estratégia busca

oferecer uma alternativa eficaz para responder a incidentes envolvendo ransomware.

1.2 Percepcao da Problematica

A principal dificuldade imposta pelos ransomwares é a criptografia dos arquivos, que
inviabiliza o acesso as informagoes sem a posse da chave utilizada para a criptografia.
Mesmo com estratégias de mitigacao, como backups regulares ou o bloqueio de execucao,
uma parte significativa das vitimas permanece suscetivel a perdas severas de dados e
financeiras.

Estudos recentes indicam que, durante a execugdo, ransomwares podem armazenar
temporariamente suas chaves criptograficas na memoria volatil do sistema. Em Mazur,
Oliveira e Martimiano (2024), os autores identificaram e extrairam chaves AES-256 e
vetores de inicializacdo diretamente da memoria de um sistema infectado pelo ransomware
DearCry, por meio de técnicas de engenharia reversa e de ferramentas como Volatility 3
e IDA. Os resultados obtidos reforcam o potencial da andlise de memoria volatil como
abordagem forense vidvel para mitigar ataques de ransomware, especialmente no contexto
da recuperacao de dados criptografados.

Corroborando esses achados, Lee (2023) demonstra que grande parte dos ransomwa-
res modernos utiliza APIs criptograficas amplamente difundidas, como CryptoAPI e
OpenSSL, no processo de cifragem dos dados. O emprego recorrente dessas bibliote-
cas resulta em padroes previsiveis de alocacdo e manipulacao de chaves criptograficas na
memoria volatil, o que amplia a viabilidade de técnicas forenses voltadas a identificacao
dessas bibliotecas. Esse comportamento reforga a necessidade de abordagens automatiza-
das capazes de explorar tais padroes de forma sistematica, complementando estratégias
baseadas em analise manual ou especificas de familias de ransomwares.

Dessa forma, este trabalho é guiado pelas seguintes questoes de pesquisa:

QP1: E vidvel a extracio de chaves criptogrificas utilizadas por ransomwares a partir

da andlise da memoria voldtil, por meio da identificacdo de padroes recorrentes baseados

em AOB?
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QP2: Em que medida a utilizagdo de padroes AOB permite automatizar o processo de
identificacao e extragcdo de chaves criptograficas na memoria voldatil, reduzindo a depen-

déncia de andlise manual e especifica por familia de ransomwares?

1.3 Objetivos

1.3.1 Objetivo Geral

Investigar a viabilidade da extracdo automatizada de chaves criptograficas de ran-
somwares por meio da analise de memoria volatil e de técnicas de engenharia reversa,
utilizando padroes binarios baseados em AOB para identificar com precisao as estruturas

responsaveis pela geracao e armazenamento da chave.

Objetivos Especificos

Os objetivos especificos deste trabalho visam detalhar as etapas necessarias para a
investigacao e validagao da abordagem proposta para a extracdo automatizada de chaves
criptograficas em ransomwares. Para isso, busca-se fundamentar teoricamente os conceitos
envolvidos, analisar o comportamento do malware em ambiente controlado, identificar
padroes relevantes na memoria volatil e desenvolver uma ferramenta capaz de automatizar
o processo de extracao. Por fim, pretende-se avaliar a eficiéncia da solucao proposta por
meio de experimentos controlados, comparando o tempo de extragao da chave com o

tempo de cifragem do ransomware.

[ Revisar os principais conceitos relacionados a ataques de ransomwares, criptografia
simétrica, ciclo de execugao de malware e analise de memoria, com base em estudos

de caso reais;

[ Analisar, por meio de ferramentas de engenharia reversa (IDA Free, Scylla, Cheat
Engine), a dindmica de geragao e de manipulagdo de chaves criptogréaficas em am-

biente controlado;

(1 Identificar padrdes recorrentes na memoria que permitam localizar buffers ou ins-

trugoes associadas a chave criptografica;

1 Implementar uma ferramenta automatizada capaz de realizar a varredura da memo-

ria, localizar o AOB definido e extrair a chave criptografica em tempo de execugao;

[ Avaliar a eficacia da solucdo proposta com uma amostra de ransomware desenvol-
vida especificamente para este trabalho, garantindo controle total sobre o fluxo de

execucao, sem comprometer a validade dos resultados;
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(d Comparar os tempos de extracao da chave com os de cifragem do ransomware,

demonstrando se a técnica é suficientemente rapida e eficiente;

Com esses objetivos, busca-se contribuir para o avango da computagao forense e da
seguranga cibernética, oferecendo um método capaz de auxiliar na recuperacao de dados

e na analise de incidentes envolvendo ransomwares.

1.4 Contribuicoes
As principais contribui¢oes deste trabalho podem ser resumidas da seguinte forma:

0 Definigdo de um método sistemdtico de identificacdo de padroes binarios (AOB)

relacionados a geracao e ao armazenamento da chave criptografica.

1 Implementacao da ferramenta AOBTool, capaz de realizar varredura de memoria,
localizar instrugoes criticas e extrair a chave criptografica antes que o ransomware

a apague.

1 Demonstracao experimental de que a abordagem é eficiente e extrai a chave sig-
nificativamente mais rapido do que o préprio ransomware executa sua rotina de

cifragem.

1 Fornecimento de um guia replicavel de analise forense de meméria com potencial de
aplicacao em pesquisas académicas e no desenvolvimento de ferramentas de resposta

a incidentes.

1.5 Organizacao da Monografia
Este trabalho esta estruturado da seguinte forma:

1 Capitulo 1 — Introducao: apresenta o problema, a motivagao, os objetivos e o

contexto no qual a pesquisa estd inserida.

1 Capitulo 2 — Fundamentacao Tedrica: descreve os conceitos essenciais para a
compreensao da pesquisa, incluindo o funcionamento de ransomwares, técnicas de
criptografia, anédlise de memoria, engenharia reversa e estudo de casos representati-

VOS.

1 Capitulo 3 — Método: detalha o ambiente experimental, a construcao da amostra
de ransomware utilizada, as ferramentas empregadas (IDA Free, Visual Studio, entre

outras) e o processo de extracao e validacao dos padroes AOB e
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1 Capitulo 4 — Desenvolvimento AOBTool: apresenta a implementagdao com-
pleta da ferramenta AOBTool, explicando suas fungbes, arquitetura, fluxo logico e

justificando cada etapa do processo de detecgao e extracao da chave em memoria.

d Capitulo 5 — Experimentos e Analise dos Resultados: apresenta a imple-
mentacao completa da ferramenta AOBTool, explicando suas fungoes, arquitetura,
fluxo légico e justificando cada etapa do processo de deteccao e extracao da chave

em memoria.

(1 Capitulo 6 — Conclusao: apresenta as conclusoes finais do trabalho, sintetizando
os principais resultados alcancados, respondendo as questoes de pesquisa, desta-

cando as contribuic¢oes cientificas da proposta.
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CAPITULO

Fundamentacao Tedrica

Este capitulo apresenta a fundamentacao tedrica que sustenta o desenvolvimento deste
trabalho de conclusao de curso, reunindo os principais conceitos, defini¢oes e trabalhos da
literatura relacionados ao ransomware e a anélise forense de memoria volatil. Inicialmente,
sao discutidos os aspectos fundamentais dos ransomwares, incluindo seu funcionamento,
variacoes, estdgios de ataque e as principais familias historicamente relevantes, de modo
a contextualizar a ameaga e seus impactos no cenério da seguranca cibernética.

Em seguida, sao abordados os conceitos relacionados a memoria volatil e as técnicas
forenses aplicadas a sua analise, com énfase na extracao de artefatos temporarios relevan-
tes, como chaves criptograficas. Também sao apresentadas técnicas de engenharia reversa
e de varredura por padrdes bindrios, em especial o uso de AOB, que fundamentam a
metodologia proposta neste trabalho.

Por fim, o capitulo discute os principais trabalhos similares a esta proposta na li-
teratura, destacando suas abordagens, limitacoes e contribui¢coes, bem como as lacunas
existentes que motivam a proposta deste estudo. Essa organizacao visa fornecer o em-
basamento conceitual e técnico necessario a compreensao da metodologia adotada e da

contribuicao cientifica apresentada nos capitulos subsequentes.

2.1 Ransomwares

Ransomware é um tipo de software malicioso (malware) que impede o acesso a sistemas
ou arquivos por meio de criptografia, exigindo o pagamento de um resgate para restaurar
o acesso. Conforme destacado por Microsoft (2024a), esse tipo de ataque geralmente é
realizado por meio de campanhas de phishing ou de exploragao de vulnerabilidades, sendo
uma das formas mais comuns e lucrativas de crime cibernético na atualidade.

Ao infectar dispositivos, o ransomware pode bloquear completamente o sistema ou
criptografar arquivos essenciais, deixando a vitima dependente de uma chave de descrip-

tografia que s6 seria fornecida apds o pagamento do resgate, geralmente em criptomoedas.
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No entanto, mesmo com o pagamento, nao ha garantia de que o acesso seja restabelecido,
o que torna o impacto potencialmente irreversivel.

Além do impacto financeiro, esses ataques comprometem a integridade de dados sen-
siveis, afetando opera¢oes empresariais e até mesmo servigos publicos essenciais.

Como referéncia histérica, o primeiro caso documentado de ransomware ocorreu em
1989, com o Trojan AIDS, criado por Joseph Popp. Segundo Young e Yung (1996), o
malware foi distribuido por meio de disquetes enviados a participantes de uma conferéncia
da OMS, contendo:

1 Um adesivo com a inscricao “Disquete introdutério de informagoes sobre AIDS”;
1 Instrugoes detalhadas de instalagao;

 Um contrato de licenca exigindo US$378 pelo “software”;

Esse episodio marcou o surgimento inicial de uma pratica que, ao longo das décadas,
consolidou-se como uma das maiores ameagas cibernéticas globais.
De acordo com o guia da IBM Security sobre ransomware (IBM Security, 2023), um

ataque tipico passa por cinco estagios distintos:

1. Acesso inicial: O acesso inicialmente ocorre por meio de phishing, de exploragao
de vulnerabilidades conhecidas ou de comprometimento de protocolos de acesso

remoto, como o Remote Desktop Protocol (RDP).

2. Poés-exploracao: Apods o acesso inicial, os invasores podem instalar ferramentas
como Remote Access Tools (RAT) ou outros tipos de malware para garantir persis-

téncia e ampliar sua presenca no sistema.

3. Entendimento e expansao: Nessa fase, os atacantes analisam o ambiente local,
identificando alvos e oportunidades de movimentagao lateral, técnica utilizada para

acessar outros sistemas e dominios conectados a rede.

4. Coleta e exfiltracao de dados: Os dados valiosos sao identificados e exfiltrados,
incluindo credenciais, informagoes pessoais e propriedade intelectual. Isso pode ser
utilizado para aplicar a chamada “extorsao dupla”, combinando criptografia com

ameaca de vazamento.

5. Implementacgao e extorsao: Os arquivos sdo criptografados (ou o dispositivo é
bloqueado, no caso de ransomware de bloqueio) e uma nota de resgate é apresen-
tada a vitima. Essa notificacdo pode aparecer como um arquivo de texto ou uma
janela pop-up, instruindo sobre o pagamento — geralmente em criptomoedas , para

obtencao da chave de descriptografia ou restauracao do sistema.
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2.1.1 Variacoes de Ransomwares

As variacoes de ransomware sao categorizadas de acordo com os métodos utilizados
para a extorsao ou o impacto nas vitimas. A seguir, sao descritas as principais formas
identificadas segundo a (IBM Security, 2023).

Leakware/Dozxware

Combina criptografia com a ameaca de vazamento de dados sensiveis. Diferentemente

das versoes iniciais, as atuais realizam ambas as a¢oes simultaneamente.

Ransomware Mobvel

Focado em dispositivos moveis, geralmente via:

d Aplicativos maliciosos;

[d Downloads automaticos;

Segundo IBM Security (2023), como existe o backup via nuvem, muitos dos atacantes

preferem utilizar o bloqueio de tela para bloquear o acesso ao dispositivo movel.

Wipers

Variante que:
1 Pode apagar dados permanentemente;
1 Frequentemente associada a ataques hacktivistas de estados-nacao;

Em alguns casos, mesmo apos a vitima pagar o resgate aos atacantes, esse ransomware

continua a destruir os dados.

Scareware

Utiliza engenharia social para:

(1 Simular alertas de entidades oficiais;
1 Falsas acusagoes criminais;

d Alertas de virus ficticios;

Esse tipo pode atuar como porta de entrada para outros malwares, pois esse tipo de
ransomware tem como objetivo assustar a vitima com falsas alegacoes, fazendo a mesma

até comprar um ransomware que se passa por software de antivirus.
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Ransomware como Servico (RaaS)

O Ransomware as a Service (RaaS) é um modelo de operagao no qual desenvolvedores
disponibilizam infraestruturas e cédigos de ransomware para terceiros, denominados afili-
ados, que executam os ataques. Esse modelo contribui para a disseminac¢ao de campanhas
de ransomware, ao reduzir a barreira técnica necessaria para a realizacdo de ataques e

permitir a reutilizagdo de codigos, técnicas e infraestruturas de extorsdo (SECURITY,

2024).

Variantes de Ransomwares Notaveis

Diversas familias de ransomware se destacaram ao longo dos anos por sua sofisticagao,
impacto ou inovagdo nos métodos de ataque. Abaixo, destacam-se algumas das mais

relevantes de acordo com a (IBM Security, 2023).

CryptoLocker

Langado em setembro de 2013, o CryptoLocker é considerado um marco no surgimento
do ransomware moderno. Utilizando uma botnet para sua disseminacao, essa versao foi
uma das primeiras a adotar criptografia robusta para sequestrar arquivos de usudrios.
Estima-se que tenha arrecadado cerca de 3 milhoes de délares antes de ser neutralizado em
2014 por esforcos internacionais. Seu sucesso inspirou uma nova geragao de ransomwares,
como o WannaCry e o Petya (IBM Security, 2023).

WannaCry

O WannaCry explorava a vulnerabilidade EternalBlue no Windows. Em 2017, ele
infectou mais de 200 mil sistemas em mais de 150 paises, exigindo pagamento em cripto-
moeda sob ameaca de exclusao permanente dos dados. O prejuizo global é estimado em
até 4 bilhoes de ddlares (IBM Security, 2023).

Petya e NotPetya

Diferente de ransomwares convencionais, o Petya danificava diretamente a tabela mes-
tra de arquivos (MFT), impossibilitando a inicializa¢ao do sistema operacional. O Not-
Petya, uma variacao ainda mais destrutiva lancada em 2017, foi utilizado em um ataque
cibernético de grande escala, sendo incapaz de restaurar os dados mesmo apos pagamento,

caracterizando-se como um wiper (IBM Security, 2023).
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Ryuk

Detectado em 2018, o Ryuk ¢ uma familia de ransomware conhecida por ataques
altamente direcionados contra grandes organizagoes, geralmente associados a pedidos de
resgate elevados. Diferentemente de campanhas automatizadas, o Ryuk caracteriza-se por
exigir esfor¢o manual significativo, incluindo reconhecimento prévio da infraestrutura da

vitima e movimentagao lateral antes da execugao da carga maliciosa.(Cloudflare, 2024).

DarkSide

O DarkSide é uma familia de ransomware identificada a partir de 2020, conhecida
por ataques direcionados contra grandes corporacoes e infraestruturas criticas. O grupo
opera sob o modelo de RaaS, disponibilizando o malware e a infraestrutura de ataque
para afiliados em troca de uma participagdao nos lucros obtidos com os resgates.

Os ataques associados ao DarkSide exploram, em geral, acessos remotos inadequada-
mente protegidos, como servicos RDP expostos, credenciais fracas e configuragoes incor-
retas de seguranca em sistemas Windows e Linux. O grupo ganhou ampla notoriedade
em 2021 apo6s o comprometimento da empresa Colonial Pipeline, evidenciando o potencial
impacto desse tipo de ransomware em servigos essenciais e reforgando sua relevancia no

cenario de ameacas cibernéticas contemporaneas (Akamai, 2024).

Locky

O Locky ¢ uma familia de ransomware identificada a partir de 2016, conhecida por
campanhas de disseminagdo em larga escala baseadas em engenharia social. Seu prin-
cipal vetor de infeccao consistia no envio de e-mails contendo documentos do Microsoft
Word com macros maliciosas, que, quando ativadas pela vitima, realizavam o download
e a execucao do ransomware. Uma vez em execucao, o Locky criptografava uma ampla
variedade de arquivos do sistema, renomeando-os com extensoes especificas e exibindo
uma nota de resgate com instrugoes para pagamento, caracterizando um dos primeiros

exemplos de campanhas massivas e automatizadas de ransomware (BELCIC, 2019).

LockBit

O LockBit é uma familia de ransomware voltada principalmente a ataques direcionados
contra empresas e organizagoes governamentais, caracterizando-se pela alta automacao,
rapida propagacao em redes corporativas e uso de técnicas de dupla extorsao. Operando
sob o modelo de RaaS, o LockBit emprega criptografia forte para bloquear os dados das
vitimas e exige pagamento de resgate em troca da chave de decifragem, mantendo-se como
uma das ameagas mais relevantes e ativas no cenéario de ransomware moderno, apesar de

agoes de repressao contra seus operadores (Kaspersky, 2024).
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2.2 Memoria Volatil - RAM

A memoéria volatil (RAM) armazena informagoes tempordrias essenciais durante a
execucao de programas, incluindo ransomwares, sendo perdidas apds o desligamento do
sistema. De acordo com as diretrizes do NIST, a RAM pode conter dados forenses rele-
vantes, tais como processos em execucgao, conexoes de rede ativas, comandos recentemente
executados, estruturas internas de programas e dados sensiveis manipulados em tempo
de execugao National Institute of Standards and Technology (2006), Ligh et al. (2011).

A andlise de memoria volatil permite identificar, entre outros artefatos (National Ins-
titute of Standards and Technology, 2006; CASEY, 2011; LIGH et al., 2011):

[ Processos maliciosos em execucao e modulos carregados na memoria;
(1 Chaves criptograficas temporarias utilizadas durante a cifragem,;

(1 Estruturas de dados internas empregadas pelo malware;

[ Sessoes de rede ativas e comunicacoes suspeitas;

(4 Historico recente de comandos e comportamento do usuario.

Esse tipo de andlise ¢ fundamental para compreender a atuacao de ransomwares em
tempo de execucdo, muitas vezes revelando artefatos que nao estao disponiveis no sistema

de arquivos persistente.

2.2.1 Extracao de Informacao da Meméria

A escolha pelo uso de assinaturas do tipo Array of Bytes (AOB), fundamenta-se em
vantagens técnicas relevantes para o contexto forense. Diferentemente de abordagens
baseadas em simbolos, strings ou informagoes de depuragao, as assinaturas AOB operam
diretamente sobre padroes binarios, mantendo sua aplicabilidade mesmo em executaveis
desprovidos de simbolos ou submetidos a processos de ofuscacao leve. Além disso, o uso
de mascaras com curingas permite abstrair variacoes introduzidas por mecanismos como
Address Space Layout Randomization (ASLR) e realocagao de médulos, garantindo maior
robustez da técnica entre diferentes execugoes do mesmo binario.

Neste trabalho, as assinaturas AOB nao sao tratadas como regras estaticas de detec-
¢ao, mas como descritores binarios de comportamento criptografico, capazes de capturar

invariantes estruturais observados durante a execugao do ransomware.

2.2.1.1 Array of Bytes (AOB)

A técnica conhecida como Array of Bytes (AOB) consiste na identificacdo de padroes
especificos de bytes na memoria que podem indicar a presenga de estruturas relevantes,

como chaves criptograficas, bibliotecas de compressao ou trechos de cédigo malicioso.
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Essa abordagem é amplamente utilizada em anélises forenses de memoria e engenharia
reversa, sendo aplicada com o auxilio de ferramentas como o YARA, que permite a defi-
nicao de regras baseadas em assinaturas binarias, incluindo instrucoes, strings e padroes
hexadecimais, para a detecgao de artefatos maliciosos em meméria (LIGH et al., 2011;
ALVAREZ, 2013).

Por exemplo, ao buscar uma chave criptografica AES-256 em um processo, é possi-
vel identificar padrdes recorrentes de inicializacao de algoritmos ou sequéncias de bytes
associadas a bibliotecas como OpenSSL. Mesmo em diferentes execugoes ou sistemas, cer-
tas assinaturas permanecem consistentes devido a reutilizacao de rotinas criptograficas
padronizadas (FRANCO; SOARES; SANTOS, 2024).

Ferramentas de engenharia reversa, como o IDA Free, com o auxilio de plugins espe-
cializados, permitem extrair essas sequéncias diretamente do codigo compilado, gerando
assinaturas AOB que podem ser utilizadas em varreduras de memoria. A Figura 1 ilustra

um exemplo de padrao AOB extraido de um binario analisado.

Figura 1 — Representacao ilustrativa de um padrao AOB na memoria

@1 @9 @@ 3B 35 E@ 35 B1 @1 2B 35 54 35 Bl @1 @3 35 ...5....+5T75...5
3] et oo ol @l oo ob A4F Jd o0 45 Fo EoJAD 6B DF FF P5..Y.0..E......
3] 58 8B CE E8 31 7@ DF FF G5B 5@ AG 68 a2 88 35 (8 P...1p........u.
3] 74 @7 F3 @F 1@ 48 44 EBE @3 @F 57 (@ 8B 75 F& 51 t..... Duu W ou.Q

Fonte: elaborado pelo autor.

2.2.2 Engenharia Reversa

A engenharia reversa é essencial para entender o funcionamento interno de softwares
maliciosos, como ransomwares, especialmente quando nao se dispoe do codigo-fonte origi-
nal. Essa técnica envolve a andlise de binarios compilados com o objetivo de reconstruir,
compreender ou documentar seu comportamento. No contexto de seguranca cibernética,
ela é amplamente empregada para examinar vulnerabilidades, identificar padroes de fun-
cionamento e desenvolver estratégias de defesa (AREMO, 2021; FRANCO; SOARES;
SANTOS, 2024).

Entre as ferramentas mais utilizadas nesse processo de engenharia reversa esta o IDA,
na sua versao Free ou PRO, um disassembler interativo que permite inspecionar o codigo
de baixo nivel de executaveis. Com ele, é possivel aplicar técnicas como a andlise de fluxo
de controle, a inspecao de chamadas de funcao e a identificacao de trechos responsaveis
por operagoes criptograficas ou maliciosas (Hex-Rays, 2025). A importancia do IDA Free
é reforcada pelo seu uso por agéncias governamentais, como a CISA, o FBI e o DoD,
que o empregaram na analise do malware Taidoor, associado a campanhas cibernéticas

patrocinadas por atores estatais (CISA, 2020).
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2.3 Trabalhos Relacionados

Em (MAZUR; OLIVEIRA; MARTIMIANO, 2024), os autores realizaram um experi-
mento pratico de analise de memoria volatil com o objetivo de identificar e extrair chaves
criptograficas utilizadas por ransomwares, especificamente da familia Dearcry. O estudo
explorou técnicas de analise estatica e dinamica aplicadas a memoria de sistemas Win-
dows, utilizando ferramentas como o Volatility 3 e o disassembler IDA. A abordagem
adotada permitiu identificar buffers contendo chaves e vetores de inicializacao alocados
na pilha, explorando o conhecimento da estrutura da memoéria virtual e o uso de algorit-
mos baseados em entropia para localizar regioes suspeitas. A chave AES de 256 bits e
o IV utilizados na criptografia foram localizados com sucesso, permitindo a recuperacao
de um arquivo de 500 MB originalmente criptografado. Embora a metodologia se mostre
invidvel em ambientes reais, por exigir a aquisicao precisa da memoria no momento da
execucao do ransomware, o trabalho demonstra o potencial da analise de memoria aliada
a engenharia reversa como ferramenta de mitigacao de danos em ataques de ransomware.

Em (LEE, 2023), os autores propuseram um mecanismo para detectar e identificar
automaticamente moédulos criptograficos utilizados em ransomwares, especialmente os
desenvolvidos com CryptoAPI e OpenSSL. Por meio de engenharia reversa de binarios
executaveis em ambientes Windows, o estudo emprega técnicas como analise de padroes
de cédigo, além de regras YARA (ALVAREZ, 2013) para automatizar o processo. A
abordagem demonstrou melhorias na precisao da deteccao e na reducao de falsos positivos,
destacando-se como uma contribuigao relevante e complementar a proposta deste estudo,
que também busca identificar métodos criptograficos por meio de analise de padroes em
memoria.

Ja em (PLOSZEK; SVEC; DEBNAR, 2021), os autores realizaram uma andlise de-
talhada de esquemas de criptografia empregados por ransomwares modernos, avaliando
10 amostras distintas de familias como Ryuk, GandCrab, LockBit e Nemty. O estudo
identificou quatro esquemas criptograficos principais, combinando criptografia simétrica
(geralmente AES) com assimétrica (RSA), além de diferentes estratégias de geragao e
armazenamento de chaves. Os resultados reforcam a importancia de compreender os me-
canismos criptograficos utilizados por ransomwares. E entender como a maioria destes
ransomwares agem ¢ de suma importancia para o prosseguimento deste estudo.

Em (JONES; SHASHIDHAR, 2017), os autores exploraram mais a fundo o ran-
somware WannaCry por meio de técnicas estaticas e dindmicas, com foco na engenharia
reversa de seu comportamento em ambientes Win32. O estudo identificou o uso ex-
tenso da API criptografica do Windows (CryptAPI), como as fung¢oes CryptGenKey e
CryptEncrypt, utilizadas para gerar e aplicar chaves de cifragem. Além disso, foi de-
senvolvida uma ferramenta protétipo de defesa baseada na verificacgao de hashes e no
bloqueio de processos suspeitos, destacando a importancia de abordagens automatizadas

para mitigar esse tipo de ameaga. Embora com objetivos distintos, a proposta dos autores
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alinha-se a este estudo no uso de engenharia reversa para a compreensao e neutralizacao
de ransomwares.

Uma abordagem extensiva sobre a andlise de cdigos maliciosos no ambiente Windows
foi desenvolvida por (MARINHO et al., 2022), que propoe uma metodologia estruturada
que abrange desde técnicas automatizadas até engenharia reversa avancada. O estudo
apresenta uma investigacao utilizando ferramentas como Process Monitor, Wireshark e
Noriben, e ressalta a importancia de ambientes isolados para garantir a seguranca da ané-
lise. Apesar de o foco principal estar no malware bancario, diversas praticas e ferramentas
discutidas tém aplicacao direta na investigacao de ransomwares, especialmente na identi-
ficagao de indicadores de comprometimento (IOC) e de payloads carregados em memoria.
Essa contribuigao refor¢a o valor da analise de comportamento associada a extragdo em

memoria na mitigagao de ameacas.

2.4 Sintese dos Trabalhos Correlatos

A Tabela 1 apresenta um resumo comparativo dos trabalhos relacionados mais rele-
vantes considerados nesta pesquisa, destacando caracteristicas técnicas e de avaliacao que
sao pertinentes a proposta deste trabalho.

A anadlise dos trabalhos relacionados evidencia que, embora existam pesquisas consoli-
dadas sobre engenharia reversa e analise de memoria aplicada a ransomwares, ha lacunas
relevantes que este estudo busca preencher. Como mostrado na Tabela 1, a maioria das
abordagens anteriores foca em andlise estatica ou em extragdo pontual de informagoes
criptograficas sem integrar técnicas de detecgdo em tempo real e utilizacdo conjunta de
multiplas ferramentas de analise neste contexto, a proposta deste trabalho se diferencia

por:

1 Implementar a extracao de informacgoes criptograficas em tempo real diretamente

da memoria do sistema infectado;

1 Utilizar padroes de codigo (AOB) e andlise de comportamento para identificar mé-

todos criptograficos de maneira automatizada;

1 Integrar ferramentas como IDA e memoria volatil em um fluxo continuo de andlise

e mitigacao;
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Tabela 1 — Comparativo sintético dos trabalhos relacionados e da proposta deste trabalho

Trabalho Extracdo Extracio AOB / Anadlise Andlise Ferramenta
repor- em Pa- esta- diné- criada
tada tempo drdes tica mica

real

Mazur; Oliveira; Martimiano (2024)
Lee (2023)

Ploszek; Svec; Debnér (2021)
Jones; Shashidhar (2017)

Marinho et al. (2022)

N x> % % % S
N> % % % %
N X X% X% N %
SNTSSNAAS
NIANENENESEN
N> N XN %

Esta Proposta
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CAPITULO

Método

O método adotado neste trabalho combina técnicas de andlise forense de memoria
volatil e engenharia reversa com o uso de varredura por AOB, permitindo a identificacao
e extracao de chaves criptograficas utilizadas por ransomware durante sua execugao. A
abordagem experimental proposta permite avaliar, de forma controlada e reprodutivel, a
viabilidade dessa técnica como mecanismo de apoio a resposta a incidentes, contribuindo
para a mitigacao de danos e para o fortalecimento das préaticas de seguranca cibernética.

Esta pesquisa esta estruturada em etapas sucessivas: (a) revisdo dos principais méto-
dos de andlise de ransomwares e de extragao de chaves; (b) construgdo de um ambiente
virtual isolado, em maquinas Windows 10 sob Oracle VirtualBox, desligadas da rede de
internet; (c¢) execugao controlada de amostra de ransomware (amostra sintética), captura
da memoéria de processo e analise estatica/dindmica para identifica¢do de rotinas e gera-
¢ao de assinaturas AOB; (d) desenvolvimento de uma ferramenta de varredura (AOBTool)
para localizar, em dumps ou processos em execucao, os padroes associados as chaves; e

(e) avaliagao da abordagem. A seguir, as etapas serao detalhadas.

3.1 Ambiente Experimental

O ambiente foi preparado com snapshots limpos e com mecanismos de contencao de
rede, de modo a evitar qualquer propagacao indevida do cédigo malicioso. Essa configu-
ragao garante seguranca, reprodutibilidade dos experimentos e controle total do estado
do sistema durante a execucao das amostras.

Os experimentos foram executados em um laboratério virtual isolado, composto por
maquinas virtuais gerenciadas pelo Oracle VirtualBox. Cada maquina virtual foi confi-
gurada com Windows 10 22H2 (instalado a partir de ISO), 4096 MB de RAM, 1 vCPU
e 50 GB de disco. As VMs foram restauradas a partir de snapshots limpos antes de cada
execucao, para garantir a reprodutibilidade e a contencao de amostras maliciosas. Todo o
trafego de rede foi bloqueado ou roteado para uma rede isolada e nao havia conexao com

a internet publica durante as execugoes.
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3.1.1 Instrumentacao e Ferramentas

As ferramentas utilizadas no experimento e suas respectivas fungoes foram:

0 VirtualBox 7.2.2 (Oracle Corporation, 2025) plataforma de virtualizacao para

criacao e snapshot das maquinas de teste.

0 Windows 10 22H2 (Microsoft, 2024b) sistema operacional alvo das execugoes

experimentais.

1 IDA Free 9.2 (Hex-Rays, 2025) disassembler/depurador usado para analise estatica
e identificacdo de rotinas criptograficas no bindrio; sera citado como IDA apds a

primeira mengao.

[ Scylla v0.9.8 (NtQuery, 2015) ferramenta para dumping/reconstrugao de PE em

memoria.

0 IDA-Fusion (plugin) (senator715, 2024) plugin auxiliar para geracao de array of
byte (AOB).

[J Cheat Engine 7.6 (Cheat Engine Team, 2024) utilizada para inspegao dindmica
e varredura de padroes em memoria durante testes de validacdo e comportamento

de memoria do ransomware.

0 Visual Studio Community 2022 (Microsoft, 2022) ambiente de desenvolvimento

para compilacao de codigos auxiliares e da ferramenta prépria.

1 Ferramenta prépria de varredura AOB (implementada em C++) desenvolvida
pelo autor para localizar padroes AOB e extrair chaves em processos alvo (descrita
na Segao 3.2.2) AOBTool.

3.2 Extracao da Chave Criptografica da Amostra Sin-
tética
3.2.1 Amostra Sintética Desenvolvida

Para a validagao experimental da técnica proposta, optou-se pela utilizacao de uma
amostra de ransomware desenvolvida especificamente no contexto deste trabalho. A amos-
tra foi implementada em linguagem C++, direcionada a arquitetura z86, e concebida a
partir da andlise conceitual e técnica de mecanismos amplamente documentados na lite-
ratura e observados em familias reais de ransomware, com destaque para o WannaCry e

o LockBit, ambos discutidos no capitulo de fundamentagao tedrica.
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Embora os experimentos tenham sido conduzidos com uma amostra sintética, o foco
desta pesquisa nao reside em caracteristicas especificas de uma familia de ransomware,
mas sim no comportamento intrinseco ao uso de bibliotecas criptograficas e a manipulacgao
temporaria de chaves na memoria volatil. Esse comportamento decorre de propriedades
fundamentais dos mecanismos criptograficos empregados e independe da origem exata do
binario analisado.

A amostra sintética desenvolvida preserva comportamentos essenciais observados em
ransomwares reais, tais como: geracao dinamica de chaves criptograficas em tempo de exe-
cugao, utilizacao dessas chaves em rotinas de cifragem de arquivos e descarte do material
sensivel apds a conclusdo da operacao, e metddos de ofuscagao. Dessa forma, foi possivel
reproduzir de maneira fidedigna o comportamento da classe de malware analisada, man-
tendo o foco no fenémeno investigado a permanéncia temporaria da chave criptografica
na memoria volatil sem incorrer em riscos éticos, legais ou operacionais associados ao uso
de bindrios maliciosos auténticos.

A implementacao da amostra sintética proporcionou uma maior previsibilidade e con-
trole sobre os experimentos. Ela permitiu a analise de pontos criticos, como a geracao e o
descarte da chave, que sao altamente variaveis. Por exemplo, a implementacgao do descarte
da chave é algo que, em ransomwares reais, pode ocorrer de maneira nao documentada e
sem um padrao claro. A partir de nossa amostra, foi possivel observar e quantificar com
precisao os efeitos da intervencao forense antes do término da operacao do ransomware.

Ressalta-se que a utilizagdo de uma amostra controlada nao compromete a validade
nem a generalidade dos resultados obtidos. A técnica de varredura baseada em assina-
turas AOB atua diretamente sobre padroes bindrios presentes na memoria do processo,
independentemente da origem do cédigo analisado. Assim, o método proposto é aplicavel
tanto a amostras sintéticas quanto a ransomwares reais, desde que os padroes identifica-
dos estejam presentes durante a execugao. O uso da amostra propria garante, portanto,
seguranca experimental, reprodutibilidade dos testes e precisao na andlise, atendendo

plenamente aos objetivos da pesquisa.

3.2.2 Processo de Extracao de Chaves

O processo proposto para a extracao de chaves criptograficas em ransomwares segue

as seguintes etapas:

1. Identificagao do processo correspondente ao ransomware em execucao;
2. Captura da memoria volatil (RAM) do sistema infectado;
3. Anélise da memoria do processo utilizando a técnica de varredura por AOB.

4. Extracao e validacao da chave criptografica identificada na memoria.
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Essa abordagem é fundamentada em técnicas forenses, que demonstram a eficacia da
analise de memoria em tempo de execugao para a identificacao de artefatos, como chaves
e estruturas criptograficas (LIGH et al., 2011).

3.3 Desenvolvimento da Ferramenta AOBTool

A partir das assinaturas AOB identificadas durante a andlise estatica e dindmica da
amostra de ransomware, foi desenvolvida a ferramenta denominada AOBTool. O objetivo
da ferramenta é automatizar a etapa de varredura de memoria volatil, reduzindo a depen-
déncia de inspec¢oes manuais e aumentando a precisao, a repetibilidade e a confiabilidade
do processo de extracao da chave criptografica.

A AOBTool foi projetada para operar diretamente sobre processos em execucao, re-
alizando a identificagdo do mddulo alvo, a varredura de regioes especificas da memoria
do processo alvo e a leitura controlada de buffers associados as assinaturas previamente
validadas. A ferramenta adota uma abordagem nao intrusiva, limitando-se a leitura da
memoria, sem modificar o cédigo ou o estado do processo analisado.

O desenvolvimento priorizou simplicidade arquitetural, eficiéncia temporal e clareza
operacional, caracteristicas essenciais para aplicagoes em contextos forenses e experimen-
tais. A estratégia baseada em assinaturas permite explorar janelas temporais nas quais
informagoes sensiveis, como chaves criptograficas temporarias, ainda permanecem na me-
moria volatil durante o ciclo de cifragem do ransomware. Uma vez identificado o padrao
correspondente, a ferramenta realiza a extracao dos dados associados, registrando-os para
analise posterior.

Cabe destacar que, embora a ferramenta seja apresentada neste capitulo em nivel
conceitual, os detalhes de implementacao, a arquitetura interna e as decisoes de projeto
sao discutidos de forma aprofundada no capitulo dedicado ao desenvolvimento da solucao,
conforme descrito na Segao 4. Nesta secao, o foco concentra-se na contextualizacao da

ferramenta dentro do fluxo experimental e na sua integracao com a metodologia proposta.

3.4 Avaliacao da Abordagem Proposta

Por fim, a abordagem foi avaliada quanto a sua eficacia na identificacao e extragao
das chaves criptograficas em uma amostra sintética de ransomware, considerando critérios
como a taxa de sucesso, a precisao na localizacao dos padroes, o impacto no tempo de
resposta e a viabilidade de aplicacdo em cendarios forenses. Os resultados obtidos foram
analisados de forma qualitativa e quantitativa, o que permitiu discutir as contribuigoes,
as limitacoes e as possibilidades de extensao da técnica proposta.

Embora os experimentos tenham sido repetidos multiplas vezes para reduzir efeitos

pontuais, nao foram aplicadas analises estatisticas avancadas, uma vez que o objetivo prin-
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cipal consistiu em verificar a viabilidade e a temporalidade relativa da extracdo da chave.
Estudos futuros podem ampliar o niimero de execugoes e empregar métricas estatisticas

mais robustas para aprofundar a analise quantitativa.
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CAPITULO

Desenvolvimento AOBTool

Nesta secao, é apresentada a implementacao da ferramenta AOBTool, desenvolvida e
utilizada nos experimentos deste trabalho para a varredura de memoéria e a extracao de
chaves criptograficas. A Figura 2 ilustra o fluxo geral de funcionamento da ferramenta,
evidenciando as etapas de identificagdo do processo-alvo, varredura por padroes Array of
Bytes (AOB) e materializacdo da chave criptogréfica extraida.

A AOBTool foi projetada com foco em simplicidade, eficiéncia temporal e controle
forense do processo analisado. Diferentemente de ferramentas genéricas de andlise de
memoria, sua arquitetura prioriza a extragao rapida de artefatos criticos antes que o
ransomware finalize sua rotina de criptografia e elimine a chave da meméria. Para isso,
optou-se por uma implementacao de baixo nivel, baseada diretamente nas APIs do sistema
operacional Windows, minimizando sobrecarga e dependéncias externas.

Embora existam algoritmos mais sofisticados para a busca de padroes, como o des-
crito em Boyer e Moore (1977) ou técnicas baseadas em paralelismo, optou-se por uma
abordagem linear devido a previsibilidade, facilidade de depuracao e baixo impacto com-
putacional no contexto experimental adotado. Em ambientes forenses, a transparéncia e
a confiabilidade do método podem ser mais relevantes do que a otimizacdo extrema de
desempenho.

Novamente, torna-se importante ressaltar que, neste trabalho, as assinaturas AOB nao
sao tratadas como regras estaticas de deteccao, mas como descritores binarios de com-
portamento criptografico, capazes de capturar invariantes estruturais observados durante

a execugéo do ransomware.
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Figura 2 — Fluxo geral da ferramenta de varredura e extragao (visao lgica)

Inicio / Espera (F8& para sair)

Detectar processo
(GetProcessldByName)

pid?

Suspender processo
(SuspendProcess)

OpenProcess
(PROCESS_VM_READ)

GeiModuleBaseAddress &
Gethodulelnformation

Pattern encontrado?

Ler endereco e contetido
da chave com
ReadProcessMemory

Validar chave & salvar

; ResumeProcess
(arguivo)

Parar / Sair

Fonte: elaborado pelo autor.

4.1 FindPatternInProcess

A funcdo FindPatternInProcess é responsavel por percorrer as regioes de memoria
acessiveis de um processo em execucao, realizando a comparacao sequencial entre os bytes
lidos da memoéria e o padrao AOB previamente definido. O objetivo dessa varredura é
localizar a ocorréncia exata do padrao associado a estruturas relevantes do ransomware,
como buffers ou instrugoes relacionadas a chave criptografica. Quando o padrao é iden-

tificado, a funcao retorna o endereco de memoria correspondente, permitindo a extracao
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controlada dos dados de interesse.

Listagem 4.1 — Func¢ao FindPatternInProcess

DWORD FindPatternInProcess (HANDLE hProcess, DWORD base, DWORD size,
const char* pattern, const char* mask) {
SIZE_T patternlength = strlen(mask);
std::vector<char> buffer(size);
SIZE_T bytesRead;

if (!ReadProcessMemory (hProcess, (LPCVOID)base, buffer.data(), size,

&bytesRead)) {
return OxBEEE;

for (DWORD i = 0; i < size - patternlength; i++) {

bool found = true;
for (DWORD j = 0; j < patternLength; j++) {
if (mask[j] !'= ’7’ && pattern[j] != buffer[i + jl) {
found = false;
break;
}
}

if (found) return base + 1ij;

return OxBEEE;

A estratégia de varredura adotada apresenta complexidade linear em fung¢do do ta-
manho da regiao de memoria analisada e do comprimento do padrao AOB. Embora essa
abordagem nao seja otimizada para grandes volumes de dados, ela se mostra adequada
ao contexto forense considerado neste trabalho, no qual a andlise é direcionada a regides
especificas de memoria associadas a modulos carregados pelo ransomware, reduzindo sig-

nificativamente o espaco de busca efetivo.

4.1.1 Descricao linha a linha

(4 Declara as variaveis de controle: o comprimento do padrao é obtido via strlen(mask);
(d Cria um vetor buffer com o tamanho total do médulo a ser lido;

(1 Usa ReadProcessMemory para copiar o conteido de memoria do processo remoto;
1 Caso a leitura falhe, retorna o valor especial 0xBEEE, usado para indicar erro;

(d Percorre byte a byte a memoria lida, comparando com o padrao e respeitando os

coringas da mascara;
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[ Quando encontra coincidéncia total, retorna o enderego absoluto (base + 1i);

[ Se nada for encontrado, retorna novamente OxBEEE;

Essa fungao é essencial para identificar o ponto exato do c¢6digo em memoria onde a

chave criptografica foi referenciada.

4.1.2 Consideragoes técnicas

A estratégia adotada consiste em uma varredura linear sobre o espago de memoria
do médulo alvo. Apesar de sua simplicidade, essa abordagem apresenta complexidade
O(n-m), onde n representa o tamanho do médulo e m o tamanho do padrao. Considerando
que os modulos analisados possuem tamanho limitado e que a execugao ocorre uma unica
vez por instancia do ransomware, o impacto computacional mostrou-se desprezivel nos
experimentos realizados.

Optou-se por esse método devido a facilidade de implementacao, previsibilidade de
comportamento e compatibilidade com mascaras contendo coringas, caracteristica essen-
cial para lidar com variacoes introduzidas por otimizagoes do compilador e técnicas de

ofuscacao.

4.2 GetModuleBaseAddress

Essa funcao obtém o endereco base de um moédulo carregado em um processo.

Listagem 4.2 — Func¢ao GetModuleBaseAddress

DWORD GetModuleBaseAddress (DWORD pid, const std::wstring& moduleName) {
DWORD baseAddress = 0;
HANDLE hSnap = CreateToolhelp32Snapshot (TH32CS_SNAPMODULE |
TH32CS_SNAPMODULE32, pid);
if (hSnap != INVALID_HANDLE_VALUE) {
MODULEENTRY32W me32 = { sizeof (me32) };
if (Module32FirstW (hSnap, &me32)) {

do {
if (moduleName == me32.szModule) {
baseAddress = (DWORD)me32.modBaseAddr;
break;
¥

} while (Module32NextW (hSnap, &me32));
}
CloseHandle (hSnap) ;
}

return baseAddress;
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(1 Usa a fungao CreateToolhelp32Snapshot com as flags TH32CS_SNAPMODULE
e TH32CS_SNAPMODULE32 para capturar os modulos do processo.

1 Itera sobre os médulos com Module32FirstW e Module32NextW.

1 Quando o nome do médulo (me32.szModule) coincide com o argumento informado,

o enderego base (modBaseAddr) ¢ retornado.

4.2.1 Relagcao com ASLR

A obtencao dinamica do endereco base do modulo é essencial devido a presenca do
mecanismo de ASLR nos sistemas Windows modernos. Esse mecanismo faz com que o
endereco de carregamento do executavel varie a cada execugao, inviabilizando abordagens
baseadas em enderecos fixos. Dessa forma, a combinacao entre endereco base dinamico e

varredura por AOB torna a técnica robusta frente a aleatorizacao de memoria.

4.3 GetProcessldByName

Essa funcao busca na lista de processos em execugao o identificador (PID) associado

a um executavel especifico.

Listagem 4.3 — Func¢ao GetProcessldByName

DWORD GetProcessIdByName (const std::wstring& processName) {
DWORD pid = 0;
HANDLE hSnap = CreateToolhelp32Snapshot (TH32CS_SNAPPROCESS, 0);
if (hSnap != INVALID_HANDLE_VALUE) {
PROCESSENTRY32W pe32 = { sizeof (pe32) };
if (Process32FirstW(hSnap, &pe32)) {

do {
if (processName == pe32.szExeFile) {
pid = pe32.th32ProcessID;
break;
}

} while (Process32NextW (hSnap, &pe32));
}
CloseHandle (hSnap) ;
}

return pid;

[ Cria um snapshot de todos os processos ativos com CreateToolhelp32Snapshot;
1 Itera os resultados com Process32FirstW e Process32NextW;

1 Quando o nome do executavel coincide com o desejado, retorna o ProcessID;
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4.3.1 Limitacoes conhecidas

A identificacdo do processo pelo nome do executavel é adequada ao ambiente expe-
rimental controlado deste trabalho. Em cenarios reais, ransomwares podem empregar
técnicas como process hollowing, nomes aleatérios ou injecao em processos legitimos. No
entanto, como o objetivo do estudo é validar a viabilidade da extracao de chaves em
memoria, a simplificacdo adotada nao compromete os resultados nem a generalidade da

técnica.

4.4 Suspensao e Retomada do Processo

Essas duas fun¢oes trabalham em conjunto para suspender e retomar todas as threads

de um processo durante a leitura de memoria.

Listagem 4.4 — Func¢do SuspendProcess

void SuspendProcess (DWORD pid) {
HANDLE hSnap = CreateToolhelp32Snapshot (TH32CS_SNAPTHREAD, O0);
if (hSnap != INVALID_HANDLE_VALUE) {
THREADENTRY32 te32 = { sizeof(te32) I};
if (Thread32First (hSnap, &te32)) {

do {
if (te32.th320wnerProcessID == pid) {
HANDLE hThread = OpenThread(
THREAD_SUSPEND_RESUME, FALSE, te32.
th32ThreadID) ;
if (hThread) {
SuspendThread (hThread) ;
CloseHandle (hThread) ;
}
}

} while (Thread32Next (hSnap, &te32));
}
CloseHandle (hSnap) ;

Listagem 4.5 — Funcao ResumeProcess

void ResumeProcess (DWORD pid) {
HANDLE hSnapshot = CreateToolhelp32Snapshot (TH32CS_SNAPTHREAD, 0);
if (hSnapshot == INVALID_HANDLE_VALUE) return;

THREADENTRY32 te = { 0 };

te.dwSize = sizeof (te);

if (Thread32First (hSnapshot, &te)) {
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do {
if (te.th320wnerProcessID == pid) {
HANDLE hThread = OpenThread (THREAD_SUSPEND_RESUME, FALSE
, te.th32ThreadID);
if (hThread) {
ResumeThread (hThread) ;
CloseHandle (hThread) ;

}
} while (Thread32Next (hSnapshot, &te));

CloseHandle (hSnapshot) ;

A fun¢@o SuspendProcess itera por todas as threads do sistema e, quando identifica

uma thread pertencente ao processo de interesse, usa SuspendThread para pausa-la;
1 A fungdo ResumeProcess faz o processo inverso, chamando ResumeThread;

1 Essa suspensao garante consisténcia da meméria durante a leitura da chave;

A suspensao temporaria do processo garante a consisténcia do estado da memoria
durante a varredura e a leitura da chave criptografica. Sem essa etapa, alteragdes con-
correntes realizadas pelas threads do ransomware poderiam sobrescrever ou invalidar os
dados no exato momento da leitura, resultando em inconsisténcias ou falhas na extracao.

Do ponto de vista forense, essa abordagem simula uma intervencao controlada, per-
mitindo capturar artefatos volateis criticos antes que sejam eliminados, pratica alinhada

com técnicas de resposta a incidentes em tempo real.

4.5 Funcao de Entrada do Programa

Listagem 4.6 — Funcao de Entrada do Programa

int main() {

std::wstring targetExe = L"Ransomware TCC.exe";

std::cout << "Esperando processo: " << std::string(targetExe.begin ()
, targetExe.end()) << "...\n";

auto inicio_total = std::chrono::high_resolution_clock::now();

int tentativas = O0;

while (true) {
if (GetAsyncKeyState (VK_F8) & 0x8000) {
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std::cout << "Encerrando...\n";
break;
}
DWORD pid = GetProcessIdByName (targetExe) ;
if (pid '= 0) {
tentativas++;
auto inicio_varredura = std::chrono::high_resolution_clock::
now () ;
SuspendProcess (pid);
HANDLE hProcess = OpenProcess (PROCESS_VM_READ |
PROCESS_QUERY_INFORMATION, FALSE, pid);
if (hProcess) {
DWORD base = GetModuleBaseAddress(pid, targetExe);
if (base) A
MODULEINFO modInfo = { 0 };
GetModuleInformation (hProcess, (HMODULE)base, &
modInfo, sizeof (modInfo));
DWORD size = (DWORD)modInfo.SizeOfImage;
const char* pattern = "\xBA\x00\x00\x00\x00\x8B\xC8\
xE8\x00\x00\x00\x00\xBA";
const char* mask = "x?777xxx7777x";
auto inicio_pattern = std::chrono::

high_resolution_clock::now();

DWORD instr_addr = FindPatternInProcess (hProcess,

base, size, pattern, mask);
auto fim_pattern = std::chrono::

high_resolution_clock::now();

if (instr_addr !'= OxBEEE) {
DWORD key_addr;
if (ReadProcessMemory (hProcess, (LPCVOID) (

instr_addr + 1), &key_addr, sizeof (DWORD),

nullptr)) {
char key[33] = { 0 };

auto inicio_leitura = std::chrono::

high_resolution_clock::now();
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if (ReadProcessMemory (hProcess, (LPCVOID)
key_addr, key, 32, nullptr) &&
key [0] != 0 && key[1] != 0 && key[2] != 0) {

auto fim_leitura = std::chrono::
high_resolution_clock::now();

auto fim_varredura = std::chrono::
high_resolution_clock::now();

auto fim_total = std::chrono::

high_resolution_clock::now();

std::chrono::duration<double, std::milli
> tempo_pattern = fim_pattern -
inicio_pattern;

std::chrono::duration<double, std::milli
> tempo_leitura = fim_leitura -
inicio_leitura;

std::chrono::duration<double, std::milli
> tempo_varredura = fim_varredura -
inicio_varredura;

std::chrono::duration<double>
tempo_total = fim_total -

inicio_total;

std::cout << "\mn

std::cout << "CHAVE ENCONTRADA: " << key
<< std::endl;

std::ofstream ofs("C:\\Users\\Gama\\
Desktop\\Dump\\chave_lida.bin", std::
ios::binary);

ofs.write(key, 32);

ofs.close();

std::cout << "Chave salva em: C:\\Users
\\Gama\\Desktop\\Dump\\chave_lida.bin

\n";
std::cout << "METRICAS DE TEMPO:\n";
std::cout << "Busca do pattern: " <<
tempo_pattern.count () << " ms\n";
std::cout << "Leitura da chave: " <<
tempo_leitura.count() << " ms\n";
std::cout << "
===============================\n";

CloseHandle (hProcess) ;
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ResumeProcess (pid) ;

break;
}
}
}
else {
auto fim_varredura = std::chrono::
high_resolution_clock::now();
std::chrono::duration<double, std::milli>
tempo_varredura = fim_varredura -
inicio_varredura;
std::cout << "Varredura " << tentativas << ":
Pattern nao encontrado ("
<< tempo_varredura.count () << " ms)\n";
}

}
CloseHandle (hProcess) ;
}

ResumeProcess (pid) ;

std::cout << "Pressione qualquer tecla para sair...";

std::cin.get () ;

return O;

4.6 Visao Geral do Fluxo de Execucao

A funcao principal centraliza a logica de coordenacao da ferramenta, integrando de-
teccao do processo alvo, sincronizacao temporal, varredura por padroes e extracao do
artefato criptografico. O fluxo foi estruturado de modo a minimizar o intervalo entre a

detecgao do processo e a leitura da chave, aspecto critico para o sucesso da abordagem.

4.6.1 Descricao Passo a Passo

1. Define o nome do executavel alvo: "Ransomware TCC.exe";
2. Exibe uma mensagem informando que estda aguardando o processo;
3. Entra em um laco infinito que é interrompido apenas com a tecla F8;

4. Quando o processo é detectado, o programa o suspende e abre com permissao de

leitura;
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5. Obtém o endereco base e tamanho do moédulo carregado;

6. As variaveis pattern e mask armazenam,respectivamente, o padrao de bytes e a
mascara gerados pelo plugin. O conteiido dessas variaveis representa a assinatura
binaria previamente identificada durante a analise, sendo utilizada pela ferramenta
para realizar a varredura da memoria do processo e localizar a regiao correspondente

ao trecho de c6digo ou estrutura de interesse;
7. Executa a fun¢do FindPatternInProcess para localizar o padrao na memoria;

8. Caso o padrao seja encontrado, 1é o ponteiro da chave e, em seguida, 1é a chave real
de 32 bytes;

9. Exibe a chave encontrada e salva-a em arquivo bindrio para analise posterior;

10. Retoma o processo e volta ao estado de espera;

4.6.2 Controle Temporal e Métricas

A instrumentacao do cédigo com medi¢oes de tempo permite avaliar empiricamente
a eficiéncia da ferramenta, possibilitando a comparacao direta entre o tempo de extracao
da chave e o tempo de execucao do ransomware. Essas métricas subsidiam a analise
apresentada no capitulo de resultados, demonstrando que a intervengao ocorre dentro da

janela temporal viavel.

4.6.3 Sintese do Desenvolvimento

Este capitulo apresentou o desenvolvimento e a implementacao da ferramenta AOB-
Tool, detalhando suas principais fungoes, e mecanismos de operagao. A integracao entre
varredura por assinaturas AOB, controle de execugdo do processo e leitura direta da
memoria demonstrou-se eficaz para a extracao de chaves criptograficas em tempo de exe-
cucao. A ferramenta materializa, em nivel pratico, a abordagem proposta neste trabalho,
servindo como base experimental para a validacao dos resultados discutidos nos capitulos

subsequentes.
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CAPITULO

Experimentos e Sintese dos Resultados

Nesta secao serao apresentados os experimentos realizados para validar a proposta. Na
etapa inicial, executou-se a captura de memoria (dump) do ransomware em execugao. Os
arquivos gerados foram posteriormente analisados com ferramentas de engenharia reversa
(Hex-Rays, 2025) e com a prépria ferramenta de varredura AOB (AOBTool).

5.1 Execucao e Captura

Para cada execucao experimental procedeu-se da seguinte forma:

[d Restaurou-se uma versao limpa da VM e iniciou-se o sistema alvo.
1 Executou-se a amostra controlada do ransomware na VM.

1 Quando o ransomware iniciou o procedimento de criptografia, procedeu-se a inter-
rupgao controlada de sua execucao para permitir a captura do estado em memoéria.
A seguir, descrevem-se os passos executados com o Cheat Engine para anexar e

pausar o processo-alvo; os dumps foram realizados posteriormente com o Scylla
(NtQuery, 2015).

5.1.1 Pausa do Processo e Preparacao para Dump

( Abrir o Cheat Engine e selecionar o processo: Abrir o aplicativo Cheat Engine
na VM alvo e clicar em Select a process to open (icone de computador). Na janela
exibida, localizar o processo correspondente ao ransomware pelo nome ou PID e

clicar em Open para anexar-se ao processo.

[ Acessar opgoes avangadas (Advanced Options): Com o processo anexado,
abrir o menu de opg¢oes/advanced para pausar o processo de execucao do ran-

somware.
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Figura 3 — Iniciacao da maquina virtual utilizada nos experimentos

T4 Oracle VirtualBox Gerenciador - a b o

Arquive (F)  Maquina  Ajuda (H)
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1l © pestigads [
= Geral
il Mome: ransomfacul
Sistema Operacional: Windows 10 (64-bit)
[l [®] Sistema
Memaéria Principal: 4095 ME
4 Ordem deBoot:  Disquete, Optico, Disca
Rigido
- Aceleragdo: Paginacdo Aninhads,
Paravirtualizagdo Hyper-V S—
H Tela
Meméria de Video: 128 MB
Controladora Gréfica: VBoxSVGA
Servidor de Desktop Remoto: - Desabilitado
Gravagdo: Desabilitado.

B Armazenamento

Controladora: SATA

Porta SATA 0: ransomfacul.vdi (Nermal, 50,00 GB)
Porta SATA 1: [Disco Optico] VBoxGuestAdditions.iso (3
{p Audio
Driver do Hospedeiro: Padréo
Controladora: Intel HD Audio
=P Rede
Adaptador 1: Intel PRO/1000 MT Desktop (N3o conectado)
9 usB

Controladora USB:  xHCI
Filtros de Dispositiva: D (0 ativos)

[Z] Pastas Compartilhadas

Pastss Compartilhadas: 1

Fonte: elaborado pelo autor.

5.1.2 Despejo (Dump) com Scylla

Apoés pausar o processo-alvo com o Cheat Engine (Se¢ao 5.1.1), procedeu-se ao despejo
de memoria do processo utilizando a ferramenta Scylla (NtQuery, 2015). Os passos

realizados foram os seguintes:

(d Abrir o Scylla e anexar ao processo ativo: Iniciar o aplicativo Scylla na VM
de andlise. Selecionar a opcao Attach to an active process e localizar o processo do

ransomware na lista por nome ou PID; clicar e seleciona-lo para anexar.

1 Executar a operagao de Dump: Com o processo anexado, navegar até a aba/-
controle Dump e clicar em Dump para iniciar a extragdo do espago de memoria/-

processo para um arquivo local.
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Figura 4 — Iniciacao da maquina virtual utilizada nos experimentos
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Fonte: elaborado pelo autor.

) B : i . < -
Figura 8 — Scylla: controle “Dump” utilizado para iniciar a extracdo do processo em
memoria

H scyiaxesvos - X
File Imports Trace Misc Help
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Module parsing: C:\Windows\SysWOWa4\cryptbase. dll
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Module parsing: C:\Windows\SysWOWa4\beryptprimitives.dll

Loading modules done,

Imagebase: 00330000 : 00013000

Imports: 0 + Invalid: 0 Imagebase: 00330000 Ransomware TCC.exe

Fonte: elaborado pelo autor.
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Figura 5 — Didlogo “Select a process” do Cheat Engine para selecao do processo alvo
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\

Ca " cel
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Fonte: elaborado pelo autor.

(1 Escolher local de salvamento do dump: Apds acionar Dump, selecionar a pasta

destino e nome do arquivo para salvar o arquivo de dump e confirmar a operacao.
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Figura 6 — Menu “Advanced Options” do Cheat Engine exibindo controles avancados
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Fonte: elaborado pelo autor.

Figura 9 — Selecao do caminho e nome do arquivo para salvamento do dump gerado pelo

Scylla
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Fonte: elaborado pelo autor.
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Figura 7 — Scylla: didlogo “Attach to an active process” com selecao do processo alvo
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Fonte: elaborado pelo autor.

5.2 Analise do Dump no IDA Free

Apoés a geracao e transferéncia do arquivo de dump pelo Scylla (Segao 5.1.2), realizou-
se a andlise estdtica inicial com o IDA Free (versao 9.2) (Hex-Rays, 2025) para identificar
rotinas de criptografia e gerar assinaturas AOB. Esta etapa constitui frequentemente a
porcao mais trabalhosa e exigente de uma investigacao de malware. Esta etapa é a que o
analista dedica tempo, atencao e paciéncia para dissecar o codigo, compreender os fluxos
de execucao e inferir intengoes a partir de instrucoes de baixo nivel.

A analise no IDA comecga pela observacao geral e revisao das se¢bes carregadas, im-
ports, strings e fungdes automaticamente identificadas e evolui para um exame aprofun-
dado das rotinas suspeitas. A leitura de assembly requer cautela e pratica; instrugoes
isoladas raramente dizem tudo, sendo necessario analisar o contexto (cross-references),
os usos de registradores, as chamadas de fungdo e os acessos a meméria. Ferramentas e
visualiza¢oes do IDA, como o grafico de fluxo de fungoes, a janela de Strings e a lista-
gem de Imports, ajudam a localizar pontos de interesse, como inicializagoes de bibliotecas

criptograficas, chamadas a APIs de sistema e rotinas de geracao de chaves.
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O trabalho pratico envolve varias atividades iterativas: renomear fungoes e variaveis
locais a medida que se compreende seu papel, inserir comentarios e anotacoes para facilitar
retornos futuros, reconstruir protétipos de fungdo (tipagem de pardmetros e retorno)
para obter desassemblagens mais legiveis; e seguir cadeias de referéncias de dados para
encontrar buffers e estruturas que contenham chaves. Plugins e utilitarios adicionais (por
exemplo, detectores de rotinas criptograficas ou geradores de assinaturas) podem acelerar
a identificacdo de padroes, mas a confirmacao humana é essencial, isto é, testar hipoteses,
executar trechos em ambiente controlado (quando possivel) e validar interpretagoes.

Outras tarefas importantes na fase de andlise incluem: tratar obfuscac¢ao (desempa-
cotar trechos quando aplicével), identificar rotinas de inicializagdo que configuram al-
goritmos, mapear pontos onde a chave é alocada ou copiada e gerar assinaturas AOB
a partir de sequéncias de instrugoes/dados estaveis. A geracao de uma AOB confidvel
demanda escolher padroes que sejam suficientemente especificos para evitar falsos positi-
vos, mas suficientemente genéricos para resistir a pequenas mudancas de compilagdao ou
empacotamento. Isto costuma requerer experimentacao e ajuste fino.

Além das andlises manuais, é fundamental documentar tudo: capturas de tela das
vistas relevantes (disassembly, graph, strings), logs de renomeagbes e comentarios, ver-
soes dos bindrios/commits, e hashes dos dumps analisados. Essas evidéncias tornam o
trabalho reprodutivel e verificivel. Finalmente, os artefatos produzidos na IDA (como
AOBEs, offsets e anotagdes) servem como insumo para a etapa seguinte, que é a validagao
automatica com a AOBTool que testa se os padroes identificados realmente permitem

localizar e extrair as chaves criptograficas de um ransomware em execugao

O Iniciar o IDA Free e iniciar nova desmontagem: Clicar em New / Open para
selecionar um novo arquivo a ser analisado. Navegar até o diretorio onde esta o

dump gerado e selecionar o arquivo do ransomware.

Figura 10 — Didlogo de selecao de arquivo no IDA Free: escolha do dump a ser analisado

;ﬁ;- ' /

Mew Dizazsemble a new file

| Go Waork on your own

Previous Load the old disassembly

Fonte: elaborado pelo autor.

0 Configurar o tipo de arquivo carregado: Na janela “Load a new file” (Load
new file), confirmar o tipo detectado pelo IDA. Selecionar (quando aplicével) a
opgao Portable executable for 80386 (PE) [pe.dll] ou o tipo correspondente ao bi-

néario/dump em andlise, e clicar em OK para prosseguir com a anélise automatica.
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Figura 11 — Janela “Load a new file”: selecao do formato PE antes da andlise
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Fonte: elaborado pelo autor.

1 Aguardar analise automatica e visualizar as janelas principais: Apds con-
firmar, aguardar o IDA realizar o parsing inicial e andlise automatica de fungoes;
em seguida visualizar as janelas de Disassembly, Functions, Strings e Imports para

localizar rotinas relacionadas a criptografia.

Figura 12 — Visao principal do IDA Free apds o carregamento do arquivo
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Fonte: elaborado pelo

autor.



Capitulo 5. FEzperimentos e Sintese dos Resultados 54

5.2.1 Inspecao de Strings e Identificacao de Trechos Relevantes

Durante a fase inicial de exploracdo do binario no IDA Free, listaram-se as strings
presentes no arquivo (atalho Shift+F12) para obter rapidamente indicadores textuais
que pudessem apontar para rotinas criptograficas, nomes simbolicos ou mensagens inter-
nas. Paralelamente, realizou-se uma varredura dos imports e da lista de funcoes geradas
automaticamente pelo IDA, buscando chamadas a APIs relacionadas a criptografia (por
exemplo, chamadas a OpenSSL ou CryptoAPI) e ou outras fungdes geradas para cripto-

grafia e padroes de fluxo tipicos de inicializacao de chaves.

Figura 13 — Lista de strings obtida por meio do atalho Shift+F12 no IDA Free

Address Length Tpe  string
[5] .rdatz:0000...
a12:0000.

rdate:000D..

0000000F bad allocation
Unknon excention
bad array new length
string too long
generic
system
bad cast
directory_entry::status
directory_terator::drectory_iterator
directory_iteratoriioperator++
exists
remove
status
areate_directories
eurrent_path()

DEFGHLIKLMNOP QRSTUVW
Erro a0 abrir para escrita:

00000012
00000015

.rdata:000D.
1d3ta:000D.

00000008
00000007
rdata:000D.
rdata:000D.
rdata:000D.
.rdata:000D...
1d318:000D.
.rdata:000D.
1d3ta:000D.
rdata:000D.
rdata:000D.
rdata:000D.
rdat2:000D.

00000009
00000018
00000027
0000001F
00000007
00000007
00000007
00000013
0000000F
0000003F
00000010

anonononononafdana

Fonte: elaborado pelo autor.

5.2.2 Identificacao da String Suspeita e Navegacao por Xrefs

Ao analisar a lista de strings (Figura 14), chamou a atengdo a entrada localizada em
.rdata:00DDC4F8:

.rdata:00DDC4F8 a0123456789abcd db ’0123456789ABCDEFGHIJKLMNOPQRSTUVWXYZ
abcdefghi jklmnopqrstuvwxyz’,0

Trata-se de uma sequéncia alfanumérica longa (valores ASCII consecutivos) que po-
deria estar associada a um identificador ou, potencialmente, a material criptografico.
Para investigar o contexto de uso dessa string, selecionou-se a linha correspondente e
pressionou-se a tecla x (Xrefs). Na janela de cross-references foi clicado em 0K para sal-
tar para a funcao que referencia essa string, o que permitiu localizar a rotina provavel

responsavel por sua manipulacao.

Figura 14 — Trecho da secao .rdata exibindo a sequéncia alfanumérica identificada na
lista de strings

.rdata:
.rdata:

.rdata:e

.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:

BBDOCAFT

©BDDCAFS 20123456789abcd db "©123456739ABCDEFGHIIKLMNOPQRSTUVIXYZabcdefghijklmnopgrstuviniyZ ' ,0  fjee—
: DAT, REE:

DCAFS

align 4

sub DD3BEA+2CTo

@ xrefs to a0123456789%bcd

O

X

Directio Type Address
B 0 b_DD3880

t

Text

Line 1 of 1

Search

Help

@28D0C578 VarName

db "USERPROFILE".@

Fonte: elaborado pelo autor.

T DATA XREF:

sub DDA4Ce+31To
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5.2.3 Analise da Funcao Suspeita e Decompilacao

Ao saltar para a fun¢ao que contém o Xref, utilizou-se a decompilacao (atalho F5) para
obter uma visao de nivel mais alto do fluxo légico. A decompilagao evidenciou pontos onde
buffers eram alocados e onde ocorriam cépias/atribuigoes de valores constantes e locais
compativeis com operagoes de preparagao ou armazenamento de chaves. Na visualizacao
do decompiler notou-se, nas proximidades das instrugoes de leitura/escrita do buffer, uma
sequéncia de bytes/valores que exibiam alta entropia (letras e nimeros aparentemente
aleatérios), reforcando a hipdtese de que aquele bloco poderia conter material cripto

(chave/nonce).

Figura 15 — Visao de decompilagao (F5) da fungdo que referencia a string identificada

ichar sub_DD3B2@()
I
unsigned int v@;
unsigned int vl;
unsigned int v2;
_ inte4 w35 // ra
char result; //

int ;3 /M

ha s /[ REF

strepyl(v7, @123456789ABCDEFGHT JKLMNOPQRS TUVWXYZabcdefghi jkimnopgrstuvwyz ") ;
v@ = std::_Random_device();

/6[1248] = -1;

vl = 1;

ve = vl + 1812433253 * (v ~ (vB »>> 38));
S[vit] = vag

1 € 8x270 );

v3 = 62i64 * (unsigned int)sub DD8D9@(&VS);
if ( (unsigned int)v3 <=3 )
{
do
3 = 62i64 * (unsigned int)sub_DD8D9B(&vS);
while ( (unsigned int)v3 < 4 };
h
~esult = v7[HIDWORD({v3)];
aPuytgbsbseesey[va++] = result;

while ( v2 < 8x28 );
aPuytgbsbse@sey[32] = @;

return result;

}

Fonte: elaborado pelo autor.

5.2.4 Analise Detalhada da Fungao sub_DD3B80

A fungao sub_DD3B80 (Figura 15) destacou-se por conter operagdes tipicas de geragao
pseudoaleatéria de caracteres, com estrutura compativel a criacao de chaves temporarias
ou vetores de inicializacdo. Seu corpo decompilado é apresentado abaixo para contextu-

alizagao da analise.

Listagem 5.1 — Funcgao extraida do IDA

char sub_DD3B80 ()
{

unsigned int vO0; // eax



Capitulo 5. FEzperimentos e Sintese dos Resultados 56

unsigned int v1; // ecx

unsigned int v2; // esi

__int64 v3; // rax

char result; // al

int vb5; // [esp+8h] [ebp-13DOh] BYREF

int v6[1250]; // [esp+Ch] [ebp-13CCh]

char v71[64]; // [esp+1394h] [ebp-44h] BYREF

strcpy(v7, "0123456789
ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopqrstuvwxyz") ;

v0 = std::_Random_device () ;
v6 [1248] = -1;

vl = 1;

v6 [0] = vO;

do {

vO = v1 + 1812433253 *x (v0O =~ (vO0 >> 30));
ve[vi++] = vO;
} while (vl < 0x270);

v2 = 0;
vb = 624;
do {

v3 = 62i64 * (unsigned int)sub_DD8D90 (&v5) ;
if ((unsigned int)v3 <= 3) A
do
v3 = 62i64 * (unsigned int)sub_DD8D90 (&v5);
while ((unsigned int)v3 < 4);
}
result = v7[HIDWORD(v3)];
aPuytqb8b560s6y [v2++] = result;
} while (v2 < 0x20);
aPuytqb8b560s6y [32] = O0;

return result;

A anélise detalhada permitiu compreender que a rotina define um vetor de caracteres
v7 com todos os simbolos alfanuméricos (maitsculos e mintsculos), que é utilizado como
base para a composicao da chave. A funcdo invoca um gerador pseudoaleatorio (std::
_Random_device) e utiliza uma sequéncia de calculos multiplicativos (1812433253 * (vO ~ (
v0 >> 30))) com varias interagoes.

Em cada iteracgao, é selecionado um indice dentro do vetor v7, concatenando 32 carac-
teres (0x20 em hexadecimal) para formar a string final armazenada em aPuytqb8b560s6y.
Essa string, portanto, representa possivelmente a chave gerada pelo ransomware em tempo
de execugao.

Em suma, a combinagao das técnicas de listagem de strings (Shift+F12), andlise de

imports/fungoes e decompilagao (F5) possibilitou localizar um trecho suspeito e identificar
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sequéncias hexadecimais compativeis com uma chave.

5.3 Geracao de Assinaturas AOB a partir da Funcao
Identificada

Com a fun¢ao sub_DD3B80 identificada e decompilada, procedeu-se a busca direta nas
views do IDA para localizar ocorréncias reais da chave gerada em tempo de execugao. A

seguir descrevem-se os passos executados.

J Buscar prefixo da chave no Text view / Strings: No Test view / Strings
view do IDA Free procurou-se pelo prefixo identificado no buffer (por exemplo:
aPUYTqb8b560S6) para localizar referéncias. Essa busca permitiu observar que a se-

quéncia aparecia em multiplos pontos do binario, indicando uso recorrente.

Figura 16 — Busca pelo prefixo da chave (aPUYTqb8b560S6) na visao de texto do IDA Free

. text: @BDD5BFC call sub_DD72A8

.text:@eDD5Ce1 mov edx, offset aPuytqbBb56@s6y ; "PUYTqbabS6@s6ypQDtaVYfmuYDaLuy7E"”
.text:@e0DsCes mov ecx, eax

.text:@80D5C08 call sub_DD72A8

. text:@eDD5CeD mowv edx, offset asc_DDCS38 : "\n”

.text:800D5C12 mov ecx, eax

1 Inspecionar a instrucao: A partir da string localizada, seguiu-se para os xrefs e

encontrou-se o trecho de cédigo onde a string é carregada:

Listagem 5.2 — Trecho de assembly onde a string ¢é referenciada

.text :00DD5BFC call sub_DD72A0

.text:00DD5CO1 mov edx, offset aPuytqb8b560s6y ; "
PUYTqb8b560S6ypQDt8VYfmuYDOLuy7E"

.text :00DD5CO06 mov ecx, eax

.text :00DD5CO8 call sub_DD72A0

.text :00DD5COD mov edx, offset asc_DDC538 ; "\n"

.text :00DD5C12 mov ecx, eax

( Invocar o plugin IDA-Fusion para gerar assinatura: Apds selecionar a instru-
¢ao de interesse (por exemplo na linha com mov edx, offset aPuytqb8b560s6y),
acionou-se o plugin IDAFusion (senator715, 2024) (atalho Ctrl+A1t+S). Na janela
do plugin selecionou-se a opgdo Generate signature com o estilo CODE Style para

gerar uma assinatura AOB baseada no cddigo em volta da instrugao.
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Figura 17 — Janela do plugin IDA-Fusion: opgao Generate signature (estilo CODE)

xt: @@DDSBFC call sub_DD7248
xt: 88DD5CeL mov edx, offset aPuytqbBb56@s6y ; "PUYTqbB8b56856ypQDtaVYfmuYDeLuy7E"

ot :@eDD5Ces6 mov ecx, eax

ot @e0D5Ces call sub_DD7248

ot @eDD5CeD mowv edx, offset asc DDC538 ; "'n"

ot :@epDsC12 mov ecx, eax

xt :08DD5C14 call  sub_DD724 ¥ Fusion x
=t :@eDD5C19 xorps Xmm@ , xmm

xct: 88DDSC1C ma [ebptvar | (@) Generate signature (CODE Style)
xt:@eDD5C23 xor eax, eax

¢t @BDD5C25 mov [ebp+var | (O Generate signature (IDA Style)
1t @e0D5C2C0 movups xmmword p O Search for a signature
xt:@eDDsSC3e mov word ptr

ot @eDD5C34 mov byte ptr () Configure settings

ot @80DSC3T lea ecx, [ebp

xt:@@DDSC3A push [ebptvar,| oK Cancel

1t @eDD5C3A } // starts at DDSBD@ _

ok BANNECIN - e L

Fonte: elaborado pelo autor.

[ Assinatura AOB gerada (padrao + mascara): O plugin retornou uma assina-

tura no formato padrdo em bytes com a méascara correspondente:

Listagem 5.3 — Assinatura AOB gerada pelo IDA-Fusion (exemplo)

\xBA\x00\x00\x00\x00\x8B\xC8\xE8\x00\x00\x00\x00\xBA

X7?777xXXxX7?7?7?7TX

Apés gerar a assinatura, procedeu-se a validagdo em dumps anteriores (e em novas
execugoes) para verificar se 0 AOB encontra a mesma sequéncia em memoria e se o offset
relativo leva ao buffer contendo a chave. Caso a assinatura apresente falsos positivos, ela é
refinada (ajustando bytes constantes e mascaras) até atingir equilibrio entre sensibilidade
e especificidade, como foi feito outras analises ficou comprovado que este padrao seria
estavel e o que vai ser usado.

Além da validagao feita em dumps estaticos, realizou-se também uma verificagdo di-
namica utilizando o Cheat Engine (Cheat Engine Team, 2024) com o ransomware em
execucao. O objetivo foi confirmar, em tempo real, que a AOB gerada correspondia de
fato a regiao de memoria onde a chave criptogréafica era armazenada durante a rotina de
cifragem. Para isso, a assinatura obtida via IDAFusion (senator715, 2024) foi pesquisada
diretamente na memoria do processo, permitindo observar se o enderego retornado pelo
scan coincidia com o buffer identificado previamente no disassembly.

Uma vez localizado o padrao, abriu-se o Memory View sobre o endereco encontrado,
confirmando visualmente que os 32 bytes exibidos correspondiam exatamente a chave
pseudoaleatéria gerada pelo ransomware. Esse procedimento reforcou a consisténcia da
assinatura desenhada e comprovou empiricamente que o método proposto identifica a
chave em tempo real, ainda durante a execugao do ransomware.

As Figuras 77 e 7?7 apresentam: (i) a busca da AOB no Cheat Engine e (ii) a visuali-

zagao direta da chave na regidao de memoria correspondente.
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Figura 18 — Busca da assinatura AOB utilizando o Cheat Engine para fins de validagao

£ Cheat Engine (Admin) - O
File Edit Teble D3D Help
| ='_'|_'"| DBOD1FAD-Ransomware TCC.exe
] el
Found: 2 _
Bddress Value | Mew Scan | | Mext Scan Undo Scan .
Settings
"REpnsomWar... BA E0 07... -\ Value:
"Ransomwar... BA FO C7... HE(E”BA????BECSES????BA e E—
wr :-‘_

Scan Typei-Se,a:ch for this array

Value Type | Array of Byte
Memaory Scan Options
All
Start

[]Unrandomizer
[ Enable Speedhack

poooopooooooooon

OOOOFEEEEELEFEEE

Stop
Executable

== Writable

CopyCnWrite

Active memory only |
Alignment

| FastScan| 1
b Last Digits

Pause the game while scanning

¥

| MemoryView

'@| | Add Address Manually |

Active Description
|:| Mo description

Address
DOCBE5884

Type Value
Array of byte BA EDO7 CCOD 8B CB EB90 18 000D BA

Table Extras

Advanced Options

Fonte: elaborado pelo autor.
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Figura 19 — Visualizacao da memoria em tempo de execuc¢ao por meio do Cheat Engine

1)

E, Memory Viewer —

. HFAD-Ran

File Search View Debug Tools Kemel tools =
[ Rensormare TCC.exer 3324 ~ !
Address Bytes Opcode Comihgot Lo L]
Ransomware TCC.exe+5884 BA EOO7CCOO JLRansomware TCC ene! + 107E ("poRBSxTILe48icRbVuv1Jhcl1Epkgz7Nw”)
Ransomware TCC.exe+5889 8B C8 mov BCK, B3 Hex
Ransomware TCC.exe+5888 E8 90180000 call "Ransomware TCC.exe"+7120 ->Ransomware TCC.exe+7120
Ransomware TCC.exe+5890 BA 44C7CBOC mov edx, "Ransamware TCC.exe"+C744 (23328) Scan 'y
Ransomware TCC.exe+5895 8B 8 mov BCK, BEX Value Ty
Ransomware TCC.exe+5897 ES 84130000 call "Ransomware TCC.exe"+7120 -»=Ransomware TCC.exe+7120 M
Ransomware TCC.exe+589C F2 OF10 45 BO movsd xmmi, [ebp-50] A
Ransomware TCC.exe+58A1 83 EC 08 sub esp,08 8
Ransomware TCC.exe+5844 8B C8 mov BCx, eax St
Ransomware TCC.exe+58A6 F2 OF11 04 24 movsd [esplxmmi Sto
Ransomware TCC.exe+5B8AB FF 15 98C0OCBOO call dword ptr ["Ransomware TCC.exe"+C028] - ->MSVCP140.stdi:basic_ostream < char,stduchar
Ransnrmuare TOC eva+SRRT RA ICCTORNN mov ady "Rancamara T ave'+C 730 M mal
< > v
N CcOpY MEMOTy =i

g Protect:Read Only AllocationBase=00CBO000 Base=00CBCOOO0D 5ize=4000 Module=Ransomware TCC.exe -

IEL

17 01234567B9ABCDEF01234567

addresa 00 01 02 03 04 05 Ot 07 08 09 OA OB OC OD OE

00CBCOO0 0 E2 435 S50 E2 45 76 & "Ev' Ew ~<EW
DDCB'CD].B 0 & Gv .Fw .
00CBCD30 630 -.Ev Ew. Ev0 Ew
00CBCD48 & AD & P1Fv  Fvp#Fv TEv SEv
00CBCO60 16 (EQ JFv.4Fv 4Fvp4Fv 4Fv..
00CBCOT78 .50 WV T TEW LS
D0CBCOS0 FO 3 4890 P tEmctE, Te n
DOCBCOAR EO 7 4 AQ WEEEW R TR S B
sl 0OCBCOCD CO 3 7480 4 tps th, i LAt}
00CBCODE CO F ¢ BO L. L tdte L3
DOCBCOFO CO 80 74 /590 LT = T TP
00CBC108 540 18 74 BO P: iy it iy T
00CBC120 Fd a I 470 TC Tk ot tp TP
00CBC138 &0 B 00 40 g © . BC
ANCREISA 17 BN ey Ca ST < r

Sl R A A R A

Fonte: elaborado pelo autor.

O presente trabalho propoe um método pratico para identificacao e extracao de chaves

criptograficas de ransomwares em tempo de execucao baseado em assinaturas AOB gera-

das por anédlise estatica. A partir da assinatura gerada (padrao 4+ mascara) para trechos

de codigo identificados no binario por exemplo, a sequéncia de instrugoes que referencia

o buffer contendo a chave, a ferramenta desenvolvida efetua fazendo a varredura direta-

mente no espago do ransomware em execucao, localiza o padrao e deriva o offset relativo

até o buffer candidato. Esse fluxo combina engenharia reversa (para criar assinaturas

AOB) com andlise forense de memoria e automagao (AOBTool) para viabilizar detecgao

rapida e reprodutivel de chaves eféemeras geradas por malware.

5.4 Experimento para Analise de Tempo

A ferramenta desenvolvida (AOBTool) foi implementada e compilada no ambiente

Microsoft Visual Studio (Microsoft, 2022). Apds a geragao do executédvel, a ferramenta

foi executada em segundo plano na méaquina virtual (ambiente experimental controlado

descrito na subsecao (5.1).
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Em seguida, o ransomware foi iniciado dentro da maquina virtual alvo e, durante sua
execucao, o processo foi inspecionado para comprovar que a chave gerada em tempo de
execucao poderia ser localizada e extraida diretamente da memoria.

Conforme mostra a figura 20, é o projeto sendo compilado e gerando o executavel

proposto.

Figura 20 — Compilacao do projeto e geracao do executavel no Visual Studio

r-  FindPatiem TCC

2]

* (Escopo Global)

)Cinstr_addr + 1), Gkey_addr (owoRD),

Fonte: elaborado pelo autor.

Nesta figura 21 mostra a ferramenta AOBTool em execucao juntamente com a amostra
sintética, onde mostra a ferramenta extraindo em tempo de execucao a chave criptografica

antes do ransomware crifar os arquivos.
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Figura 21 — Execucao da ferramenta AOBTool apés a compilacao

Fonte: elaborado pelo autor.

5.4.1 Tempo de Execucao X Tempo de Extracao

Foram realizados 10 experimentos independentes (execugoes completas do ransomware
de teste e validagdo com a AOBTool). Para cada execugio foram registradas as métricas
relevantes: tempo de geracao da chave pelo ransomware, tempo total de criptografia
(medida do tempo que o ransomware demorou para completar a rotina de cifragdo dos
arquivos), tempo de busca do pattern pela AOBTool e tempo de leitura da chave. A

Tabela 2 apresenta os valores (unidade: ms).

Tabela 2 — Resultados das 10 execugoes (tempo em milissegundos).

Execucao Chave gerada Tempo criptografia Busca do pattern Leitura da chave

1 0.0006170 0.0821518 0.0447 0.0012
2 0.0008672 0.0712812 0.0444 0.0012
3 0.0006281 0.0613382 0.0444 0.0012
4 0.0005972 0.0681346 0.0448 0.0012
) 0.0006065 0.0707624 0.0449 0.0012
6 0.0004499 0.0637167 0.0589 0.0013
7 0.0004331 0.0514660 0.0434 0.0013
8 0.0005269 0.0562920 0.0430 0.0012
9 0.0016015 0.0913421 0.0462 0.0012
10 0.0004250 0.0833063 0.0429 0.0012
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A avaliagdo experimental concentrou-se na comparacao direta entre o tempo de extra-
¢ao da chave e o tempo necessario para a cifragem dos arquivos, por se tratar do critério
mais relevante para verificar a viabilidade da abordagem proposta. Nao foram exploradas
variacoes adicionais, como diferentes volumes de dados, cargas do sistema ou miltiplos
ciclos de cifragem, uma vez que tais analises extrapolam o objetivo principal deste estudo,
que consiste em verificar a existéncia de uma janela temporal exploravel para a extracao

da chave criptogréfica.

5.5 Sintese dos Resultados

A Tabela 2 apresenta os tempos observados em cada execucao: (i) o intervalo até a
geracao da chave pelo ransomware (Chave gerada), (ii) o tempo observado até a conclusao
da rotina de criptografia dos arquivos (Tempo criptografia), (iii) o tempo de busca do
padrao AOB pela ferramenta AOBTool e (iv) o tempo de leitura do buffer contendo a
chave (Leitura da chave).

A analise dos resultados evidencia diferencas claras entre o tempo necessario para a
execugao das rotinas criticas do ransomware e o tempo gasto pela AOBTool para localizar
e extrair a chave criptografica diretamente da memoria volatil. Observa-se que o tempo de
geracdo da chave é extremamente reduzido em todas as execugoes, ocorrendo em fragoes
de milissegundo, o que é esperado, uma vez que a geragao consiste majoritariamente em
operagoes aritméticas e pseudoaleatérias em memoria.

Em contrapartida, o tempo total de criptografia apresenta maior variacao entre as
execugoes. Essa variacao pode ser explicada por fatores como operacoes de entrada e saida
em disco, chamadas ao sistema operacional para acesso a arquivos, alocacao e liberacao de
buffers e eventuais variagoes de escalonamento de CPU durante a execugdao. Tais fatores
sdo inerentes a processos de cifragem de arquivos e contribuem para que essa etapa seja
significativamente mais custosa em termos temporais do que a simples geracao da chave.

No que se refere a AOBTool, os tempos de busca do padrao AOB mantiveram-se rela-
tivamente estaveis entre as execugoes, situando-se majoritariamente na ordem de dezenas
de microssegundos. Esse comportamento é consistente com a abordagem adotada, uma
vez que a varredura ocorre sobre uma regiao delimitada da memoria do moédulo alvo,
utilizando uma assinatura previamente validada, o que reduz significativamente o espaco
de busca e o custo computacional. A leitura do buffer contendo a chave, por sua vez,
apresentou tempos praticamente constantes e despreziveis quando comparados as demais
métricas, pois consiste em uma tnica operacao de leitura direta de memoria.

De forma geral, observa-se que, em todas as execugodes, o tempo total gasto pela
AOBTool (busca do padrao somada a leitura da chave) foi inferior ao tempo necessério
ao ransomware para concluir sua rotina de criptografia e proceder a remocao da chave

da memoria. Isso indica que a ferramenta foi capaz de atuar dentro da janela temporal
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critica em que a chave ainda se encontra acessivel na memoria volatil do processo.

Em termos praticos, esses resultados indicam que:

(d Sucesso experimental: a AOBTool foi capaz de localizar e extrair a chave em

todas as execucgoes reportadas.

(1 Viabilidade: em um numero significativo de execugdes o processo de extragao
ocorre em tempo menor do que aquele necessario ao ransomware para finalizar a
criptografia/remover a chave, isso demonstra que a abordagem é tecnicamente vidvel

para mitigar o dano (recuperagao da chave antes da perda irreversivel dos dados).
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CAPITULO

Conclusao

Os resultados obtidos demonstram que a andlise da memoria volatil, aliada ao uso
de padrdes binarios baseados em Array of Bytes, pode ser uma estratégia eficaz para a
extracao de chaves criptograficas de ransomwares em tempo de execucao. A abordagem
proposta mostrou-se funcional, reproduzivel e eficiente no escopo experimental avaliado,
indicando seu potencial como apoio a a¢oes de mitigacao e de resposta a incidentes de
seguranga da informacao.

Embora os experimentos tenham sido conduzidos a partir de uma amostra sintética de
ransomware, esta foi desenvolvida com base em comportamentos amplamente documen-
tados em familias reais, preservando caracteristicas essenciais, como a geracao dinamica
de chaves, o uso de rotinas criptograficas e o descarte do material sensivel apds a cifragem.
Dessa forma, o uso de uma amostra controlada nao compromete a validade dos resultados,
a0 mesmo tempo em que garante seguranca, controle e reprodutibilidade experimental.

Conclui-se, portanto, que a extracao automatizada de chaves criptograficas direta-
mente da memoria volatil constitui uma contribuicao relevante no contexto da computacao
forense, ao demonstrar a viabilidade técnica de recuperar informacoes criticas durante a
execucao de ransomwares. A abordagem apresentada reforca o papel da andalise de memé-
ria como instrumento complementar as estratégias tradicionais de resposta a incidentes,
oferecendo subsidios técnicos para a investigacao, a recuperacao de dados e a mitigacao

de danos em ambientes comprometidos.

6.1 Resposta as Questoes de Pesquisa

A primeira questao de pesquisa (QP1) buscou verificar se é viavel a extragao de chaves
criptograficas utilizadas por ransomwares a partir da analise da meméria volatil, por meio
da identificagdo de padroes recorrentes baseados em AOB.

Com base nos experimentos realizados, neste momento é importante reforcar que, em-
bora os experimentos tenham utilizado uma amostra sintética, o foco deste trabalho recai

sobre o comportamento intrinseco a utilizacdo de bibliotecas criptograficas e a perma-
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néncia temporaria de chaves na memoria volatil, e nao sobre caracteristicas especificas
de uma familia de ransomware, ou seja, trata-se de um comportamento decorrente de
propriedades fundamentais dos mecanismos criptograficos, independentemente da origem
do binario analisado.

Neste contexto, compreende-se que essa abordagem é tecnicamente viavel. A andlise
estatica e dinamica do binario da amostra sintética desenvolvida permitiu identificar com
precisao as rotinas responsaveis pela geragao, uso e armazenamento temporario da chave
criptografica em memoria. A partir da analise dessas rotinas contidas no ransomware, foi
possivel derivar uma AOB estavel, capaz de localizar o ponto exato do cédigo e o buffer
que continha a chave criptografica durante a execuc¢ao do processo malicioso.

Os resultados experimentais demonstraram que, em todas as execucoes avaliadas, a
chave criptografica permaneceu acessivel na memoria volatil por um intervalo suficiente
para permitir sua extragao, validando empiricamente a hipdtese central deste trabalho.

A segunda questao de pesquisa (QP2) investigou em que medida o uso de padrdes
AOB permite automatizar o processo de identificagao e extragao de chaves criptogréaficas
na memoria, reduzindo a dependéncia de analises manuais e de andlises especificas para
cada familia de ransomware. Os resultados obtidos indicam que o uso de assinaturas AOB
contribui significativamente para a automacgao do processo. A ferramenta desenvolvida,
denominada AOBTool, foi capaz de realizar a varredura da memoria do processo-alvo,
identificar o padrao binario previamente definido e extrair automaticamente a chave crip-

tografica, sem a necessidade de interven¢ao manual durante a execucao.

6.2 Principais Contribuicoes

A partir dos resultados alcancados, as principais contribui¢oes deste trabalho podem

ser destacadas da seguinte forma:

[ Proposicao de uma metodologia que integra engenharia reversa, analise de memoéria
volatil e varredura por assinaturas AOB para a extracao de chaves criptograficas

utilizadas por ransomwares;

(1 Desenvolvimento e validagao da ferramenta AOB7Tool, capaz de suspender processos,
varrer regioes especificas da memoria e extrair automaticamente chaves criptografi-

cas em tempo de execugao;

(1 Evidéncia experimental de que o tempo de extracao da chave é inferior ao tempo
necessario para a conclusao da rotina de cifragem do ransomware sintético desen-

volvido, demonstrando a viabilidade técnica da abordagem proposta;
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(4 Contribuicdo pratica para a area de computacao forense, oferecendo encaminha-
mentos sobre um método replicavel que pode auxiliar investigagdes académicas e

estratégias de resposta a incidentes envolvendo ransomwares.

Os objetivos gerais e especificos definidos na Introdugao foram alcancados. A andlise
estéatica e dindmica do bindrio, realizada com o auxilio do IDA Free (Hex-Rays, 2025), do
Seylla (NtQuery, 2015), possibilitou a identificagao precisa das rotinas responséveis pela
geracao, utilizagdo e descarte da chave criptografica durante a execugao do ransomware.
A partir dessas rotinas, foi possivel derivar assinaturas Array of Bytes (AOB) robustas e
estaveis, capazes de localizar, em memoria, tanto a instrugao critica quanto o buffer que
continha a chave criptografica.

Embora a técnica baseada em assinaturas do tipo AOB apresente limitagoes frente a
mecanismos avancados de empacotamento e polimorfismo, ela oferece vantagens técnicas
relevantes no contexto de analises forenses conduzidas em ambientes controlados, como o
baixo custo computacional associado a varredura de memoria e a previsibilidade de seu
comportamento durante a execucao.

Além disso, a abordagem baseada em AOB apresenta elevada capacidade de integra-
¢ao com técnicas complementares, como heuristicas baseadas em entropia, identificacao
de chamadas a APIs criptograficas e analise comportamental. Dessa forma, o uso de
assinaturas AOB deve ser compreendido nao como uma solugao isolada, mas como uma
camada eficaz e coerente em uma estratégia mais ampla de investigacao e de resposta a
incidentes.

A ferramenta desenvolvida, denominada AOBTool, demonstrou precisao nas execugoes
realizadas. Em todos os experimentos reportados, a chave criptografica foi localizada e
extraida com sucesso, conforme apresentado na Tabela 2 e discutido na Secao 5.4.

Cabe destacar que a abordagem apresentada nao se propoe a substituir mecanismos
de defesa corporativos nem foi avaliada em ambientes de producdo com controles de
seguranga ativos. O objetivo central consistiu em demonstrar a viabilidade técnica da
extracdo de chaves criptograficas durante a execugao do ransomware, em um contexto
forense controlado. A avaliacdo em ambientes corporativos reais, sujeitos a mecanismos

adicionais de protecao, constitui etapa posterior e extrapola o escopo deste trabalho.

6.3 Trabalhos Futuros

Como trabalhos futuros, destaca-se a realizacao de experimentos com amostras reais
de ransomware, coletadas de repositorios controlados e amplamente utilizados na lite-
ratura, como VirusShare, MalwareBazaar, bem como de conjuntos disponibilizados por
laboratérios académicos e instituicoes de pesquisa. A aplicagdo da metodologia proposta

em amostras reais permitird avaliar a robustez das assinaturas Array of Bytes diante de
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técnicas mais avangadas de ofuscacdo, empacotamento (packing) e diversidade de imple-
mentacoes criptograficas presentes em familias de ransomware em circulacao.

A anélise desses aspectos contribuird para refinar a metodologia, seja por meio do
aprimoramento das assinaturas AOB, seja pela incorporacao de estratégias adaptativas

de sincronizacao e de monitoramento da execuc¢ao do processo malicioso.
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